Detalles del equipo - DESKTOP-RPM370M Generado el - ago 14,2022 04:47 PM ( America/Santiago )
Ultimo analisis:ago 8, 2022 09:57 PM Hora del Gltimo inicio: ago 8, 2022 08:27 PM
Usuario actualmente conectado:Soporte Ultimo usuario conectado: --
Nombre del equipo . DESKTOP-RPM370M
Dominio : WORKGROUP
Direccion IP : 192.168.56.1,10.10.127.2,192.168.4.20
Propietario principal . Soporte
Hardware total 33 Sistema operativo Windows 11 Professional Edition (x64)
Software total 44 Version del sistema 10.0.22000
Software con fines comerciales 0 JoE ELND
Software sin fines comerciales 0 Registrado para Soporte
Software prohibido 0 Numero de serie 00330-80000-00000-AA699
Parches que faltan 13 Clave de CD del SO Y4BBD-Y9NJY-6JKIR-8QMMK-XKXTP
Tipo de licencia Retail
Estado de lalicencia Licensed
Idioma Spanish
Unidad del sistema C:

Resumen de hardware

Fabricante del dispositivo LENOVO

Modelo del dispositivo Lenovo V330-14IKB

Tipo de dispositivo NoteBook

Espacio en disco Total=446GB ; Libre =258GB ; Utilizado =188GB
Procesador (1) Intel(R) Core(TM) i7-8550U CPU @ 1.80GHz
Memoria 20480MB de RAM

Etiqueta del servicio MP1HMBZJ]

Numero de producto ==

Fecha de envio --

Fecha de vencimiento -

Detalles del equipo personalizado

Ubicacién del equipo --
Propietario -
Buscar etiquetas -
ID de correo electrénico del propietario -
Numero de producto -
Fecha de envio

Fecha de vencimiento

Notas ==

Campos personalizados

USUARIO ARAUJO MATHEUS CARLOS ALBERTO
CODIGO INVENTARIO 20000000015

Servicios del sistema (296)

Nombre Nombre para Descripcion Nombre de la ruta Tipo de servicio Modo de Nombre de inicio
mostrar inicio de sesion

perceptionsimulati Servicio de Permite lasimulacionde  C:\WINDOWS\system32 Own Process Manual LocalSystem
on simulacion de percepcién espacial, la \PerceptionSimulation\Pe

percepcion de administracion de rceptionSimulationServic

Windows camaras virtualesy la e.exe

simulacion de entrada
espacial.



pla

Registrosy alertas
de rendimiento

DialogBlockingSer DialogBlockingSer

vice

gupdatem

VBoxSDS

AJRouter

HvHost

aswbIDSAgent

gpsve

PhoneSvc

uhssvc

vice

Google Update
Servicio
(gupdatem)

VirtualBox system
service

Servicio de
enrutador de
AllJoyn

Servicio de host

aswbIDSAgent

Cliente de
directiva de grupo

Servicio telefonico

Microsoft Update
Health Service

Registrosy alertas de
rendimiento recopila
informacion de
rendimiento de equipos
locales o remotos segln
parametros programados
configurados
previamentey los escribe
en un registro o activa
una alerta. Si se detiene
este servicio, no se
recopilarainformacion de
rendimiento. Si se
deshabilita, no se
iniciaran los servicios que
dependan de él
explicitamente.

Servicio de bloqueo de
cuadro de didlogo

Mantiene actualizado tu
software de Google. Si
este servicio se desactiva
o se detiene, tu software
de Google no se
mantendra actualizado, lo
que implica que las
vulnerabilidades de
seguridad que puedan
aparecer no podran
arreglarse y es posible
que algunas funciones no
anden. Este servicio se
desinstala
automaticamente si
ningun software de
Google la utiliza.

Used as a COM server for
VirtualBox API.

Enruta los mensajes
AllJoyn de los clientes
AllJoyn locales. Si este
servicio se interrumpe, los
clientes AllJoyn que no
tengan sus propios
enrutadores integrados
no podran ejecutarse.

Proporciona una interfaz
para que el hipervisor
Hyper-V proporcione
contadores de
rendimiento por particion
al sistema operativo del
host.

Provides Identity
Protection Against Cyber
Crime.

Este servicio es
responsable de aplicar en
el equipoy los usuarios la
configuracion establecida
por los administradores, a
través del componente
Directiva de grupo. Si el
servicio se deshabilita, la
configuracion no se
aplicaray las aplicaciones
y componentes no se
podran administrar a
través de Directiva de
grupo. Cualquier
componente o aplicacion
que dependa del
componente Directiva de
grupo podria dejar de
funcionar si el servicio se
deshabilita.

Administra el estado de
telefonia en el dispositivo

Maintains Update Health

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalServiceNoNetwork -

p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DialogBlockingService

"C:\Program Files
(x86)\Google\Update\Go
ogleUpdate.exe" /medsvc

Own Process

"C:\Program Own Process
Files\Oracle\VirtualBox\

VBoxSDS.exe"

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

"C:\Program Files\Avast Own Process
Software\Avast\aswidsag

ent.exe"

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p

"C:\Program
Files\Microsoft Update
Health Tools\uhssvc.exe"

Own Process
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TrkWks
RmSvc
autotimesvc

dot3svc

NcbService

LanmanServer

CDPUserSvc_3f72
6

embeddedmode

UevAgentService

Cliente de
seguimiento de
vinculos
distribuidos

Servicio de
administracion de
radio

Horade lared de
telefonia movil

Configuracion
automatica de
redes cableadas

Agente de
conexion de red

Servidor

CDPUserSvc_3f72
6

Modo insertado

Servicio de
virtualizacion de la
experiencia de
usuario

Mantiene los vinculos
entre archivos NTFS
dentro de un equipo o
entre equipos de unared.

Servicio de
administracion de radioy
modo avién

Este servicio establece la
hora en funcién de los
mensajes NITZ de una red
movil

El Servicio de
configuracién automatica
de redes cableadas
(DOT3SVC) se encarga de
realizar la autenticacion
IEEE 802.1X en interfaces
Ethernet. Sila
implementacién de la red
cableada actual exige
autenticacion 802.1X, el
servicio DOT3SVC debe
configurarse de modo que
se ejecute para establecer
la conectividad de nivel 2
y/0 proporcionar acceso a
los recursos de red. Las
redes cableadas que no
exigen autenticacién
802.1X no se veran
afectadas por el servicio
DOT3SVC.

Conexiones de agentes
que permiten que las
aplicaciones de la Tienda
Windows reciban
notificaciones de
Internet.

Ofrece compatibilidad
con uso compartido de
archivos, impresorasy
canalizaciones con
nombres en lared para
este equipo. Si se detiene
el servicio, estas
funciones no estaran
disponibles. Si se
deshabilita el servicio, no
se podra iniciar ninguno
de los servicios que
dependan explicitamente
deél.

Este servicio de usuario
se usa para los escenarios
de la plataforma de
dispositivos conectados

El servicio de modo
insertado habilita
escenarios relacionados
con las aplicaciones en
segundo plano. Al
deshabilitar este servicio
se impedirad que se
activen las aplicaciones
en segundo plano.

Proporciona
compatibilidad para la
itinerancia de
configuracién de las
aplicaciones y el sistema
operativo

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted

C:\WINDOWS\system32 Own Process
\svchost.exe -k
autoTimeSvc

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Unknown
\svchost.exe -k
UnistackSvcGroup

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Own Process
\AgentService.exe
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SSDPSRV

SecurityHealthSer
vice

SCPolicySvc

XblAuthManager

Wcmsve

CDPSvc

spectrum

iaStorAfsService

Appinfo

Deteccién SSDP

Servicio Seguridad
de Windows

Directivade
extraccion de
tarjetas
inteligentes

Administracién de
autenticacion de
Xbox Live

Administrador de
conexiones de
Windows

Servicio de
plataforma de
dispositivos
conectados
Servicio de
percepcién de
Windows

Intel(R)
Optane(TM)
Memory Service

Informacion de la
aplicacion

Detecta dispositivos y
servicios en red que usan
el protocolo de deteccién
SSDP, como los
dispositivos UPnP.
También anuncia
dispositivos y servicios
SSDP que se ejecutan en
el equipo local. Si se
detiene este servicio, no
se detectaran los
dispositivos basados en
SSDP. Si se deshabilita
este servicio, no podran
iniciarse los servicios que
dependan explicitamente
del mismo.

El servicio Seguridad de
Windows controla la
proteccion de dispositivos
unificadosy la
informacién sobre el
estado

Permite configurar el
sistema para bloquear el
escritorio del usuario al
quitar la tarjeta
inteligente.

Proporciona servicios de
autenticacion y
autorizacion para
interactuar con Xbox Live.
Si se detiene este servicio
puede que algunas
aplicaciones no funcionen
correctamente.

Toma decisiones de
conexién/desconexion
automaticas en funcién de
las opciones de
conectividad de red
disponibles actualmente
parael equipoy permite
administrar la
conectividad de red
basandose en la
configuracion de
directivas de grupo.

Este servicio se usa para
los escenarios de la
plataforma de
dispositivos conectados

Habilita la percepcién
espacial, laentrada
espacialy la
representacion
holografica.

Enables amazing system
performance and
responsiveness by
accelerating frequently
used files

Facilita la ejecucion de
aplicaciones interactivas
con privilegios
administrativos
adicionales. Si este
servicio se detiene, los
usuarios no podran iniciar
las aplicaciones con los
privilegios
administrativos
adicionales necesarios
pararealizar las tareas de
usuario deseadas.

C:\WINDOWS\system32
\svchost.exe -k

LocalServiceAndNolmper

sonation -p

C:\WINDOWS\system32
\SecurityHealthService.e
xe

C:\WINDOWS\system32
\svchost.exe -k netsvcs

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32
\svchost.exe -k
LocalServiceNetworkRes
tricted -p

C:\WINDOWS\system32
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32
\spectrum.exe

C:\WINDOWS\System32
\iaStorAfsService.exe

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p
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WebClient

MessagingService_
3f726

NetSetupSvc

GoogleChromeEle
vationService

Dnscache

UsoSvc

TieringEngineServi
ce

Cliente web

MessagingService_
3f726

Servicio de
configuracion de
red

Google Chrome
Elevation Service
(GoogleChromeEle
vationService)

Cliente DNS

Servicio
Orquestador de
actualizaciones

Administracién de
capasde
almacenamiento

Habilita los programas C:\WINDOWS\system32 Share Process
basados en Windows para \svchost.exe -k
que creen, tengan acceso  LocalService -p
y modifiquen archivos

basados en Internet. Si

este servicio se detiene,

estas funciones no

estaran disponibles. Si

este servicio esta

deshabilitado, cualquier

servicio que

explicitamente dependa

de él no podra iniciarse.

El servicio auxiliar de C:\WINDOWS\system32 Unknown
mensajeria de textoy sus \svchost.exe -k
funciones relacionadas.  UnistackSvcGroup

El servicio de C:\WINDOWS\System32 Share Process
configuracion de red \svchost.exe -k netsvcs -p
administra la instalacién

de controladores de red y

permite la configuracion

de valores de red de bajo

nivel. Si se detiene este

servicio, pueden

cancelarse las

instalaciones de

controladores que estén

en curso.

- "C:\Program Own Process
Files\Google\Chrome\Ap
plication\103.0.5060.134
\elevation_service.exe"

El servicio Cliente DNS C:\WINDOWS\system32 Own Process
(dnscache) almacenaen  \svchost.exe -k
caché los nombres de NetworkService -p
Sistema de nombres de

dominio (DNS) y registra

el nombre de equipo

completo para este

equipo. Si este servicio se

detiene, los nombres DNS

se seguiran resolviendo.

Sin embargo, los

resultados de las

consultas de nombres

DNS no se almacenaran

en cachéy el nombre del

equipo no se registrara. Si

este servicio se

deshabilita, todos los

servicios que dependen

explicitamente de él no

podran iniciarse.

Administra las C:\WINDOWS\system32 Share Process
actualizaciones de \svchost.exe -k netsvcs -p

Windows. Si se detiene,

los dispositivos no podran

descargar ni instalar las

actualizaciones mas

recientes.
Optimizalacolocacion de C:\WINDOWS\system32 Own Process
los datos en capas de \TieringEngineService.ex

almacenamiento en todos e
los espacios de
almacenamiento en capas
del sistema.
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BDESVC

PlugPlay

vmicshutdown

NaturalAuthentica
tion

DsSvc

SharedAccess

aswBcc

MSiSCSI

Servicio Cifrado de BDESVC hospedael

unidad BitLocker

Plug and Play

Servicio de cierre
de invitado de
Hyper-V

Autenticacion
natural

Servicio de uso
compartido de
datos

Conexion
compartidaa
Internet (ICS)

Avast Business
Console Client

Servicio del
iniciador iSCSI de
Microsoft

servicio Cifrado de unidad
BitLocker. El Cifrado de
unidad BitLocker
proporciona un inicio
seguro del sistema
operativo, asi como un
cifrado de volumen
completo para voliumenes
extraibles, fijos o del
sistema operativo. Este
servicio permite que
BitLocker solicite a los
usuarios diversas
acciones relacionadas con
sus volumenes cuando se
montan, y desbloquea los
volimenes
automaticamente sin la
intervencidn del usuario.
Ademas, almacenala
informacion de
recuperacién en Active
Directory, si esta
disponible, y se asegura, si
fuera necesario, de que se
usen los certificados de
recuperacion mas
recientes. Si se detiene o
se deshabilita este
servicio, los usuarios no
podran sacar provecho de
esta funcion.

Habilita un equipo para
que reconozcay adapte
los cambios de hardware
con el menor esfuerzo por
parte del usuario. Si se
detiene o deshabilita este
servicio, el sistema se
volverainestable.

Ofrece un mecanismo
para apagar el sistema
operativo de esta
magquina virtual desde las
interfaces de
administracion del equipo
fisico.

Servicio de agregador
sefial, que se evaltaen
funcion de tiempo, red,
ubicacion geogréfica,
bluetooth y cdf factores
de sefiales.
Caracteristicas admitidas
son directivas
desbloquear el
dispositivo, bloqueo
dindmico y Dynamo MDM

Proporciona servicios de
administracion de datos
entre aplicaciones.

Proporciona servicios de
traduccion de direcciones
de red, direccionamiento,
resolucién de nombresy
prevencion de intrusiones
para una red doméstica o
de oficina pequefia.

Avast Business Console
Client

Administra las sesiones
SCSI de Internet (iSCSI)
desde este equipo hacia
los dispositivos de destino
iSCSI remotos. Si se
detiene este servicio, el
equipo no podra iniciar
sesion en los destinos
iSCSI ni tener acceso a
ellos. Si se deshabilita,
todos los servicios que
dependan explicitamente
de él no se podran iniciar.

C:\WINDOWS\System32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DcomLaunch -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k netsvcs -p

"C:\Program Files\Avast Own Process

Software\Avast\bcc.exe"

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p
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AdobeARMservice

WerSvc

WinDefend

WopnUserService_3
f726

UserManager

DoSvc

DPS

SysMain

RpcEptMapper

Adobe Acrobat
Update Service

Servicio Informe
de errores de
Windows

Servicio Antivirus
de Microsoft
Defender

WopnUserService_3
f726

Administrador de
usuarios

Optimizacion de
distribucién

Servicio de
directivas de
diagnéstico

SysMain

Asignador de
extremos de RPC

Adobe Acrobat Updater
keeps your Adobe
software up to date.

Permite informar de
errores cuando los
programas dejan de
funcionar o respondery
proporcionar las
soluciones existentes.
También permite generar
registros para servicios de
diagnostico y reparacion.
Si se detiene este servicio,
es posible que los
informes de errores no
funcionen correctamente
y que los resultados de los
servicios de diagndsticoy
las reparaciones no se
muestren.

Ayuda a proteger a los
usuarios contra malware
y otro software
potencialmente no
deseado

Este servicio hospeda la
plataforma de
notificaciones de
Windows que
proporciona
compatibilidad para
notificaciones locales y de
insercion. Las
notificaciones admitidas
son icono, notificacion del
sistemay sin procesar.

El administrador de
usuarios proporciona los
componentes de tiempo
de ejecucién necesarios
para la interaccion con
multiples usuarios. Si se
detiene este servicio, es
posible que algunas
aplicaciones no funcionen
correctamente.

Realiza tareas de
optimizacién de
distribucién de contenido

El Servicio de directivas
de diagnostico permite
detectar, solucionary
resolver problemas de
componentes de
Windows. Si se detiene
este servicio, los
diagnosticos dejaran de
funcionar.

Mantiene y mejoracel
rendimiento del sistema a
lo largo del tiempo.

Resuelve identificadores
de interfaces RPC en
extremos de transporte.
Si se detiene o deshabilita
este servicio, los
programas que usen
servicios de llamada a
procedimiento remoto
(RPC) no funcionaran
correctamente.

"C:\Program Files Own Process
(x86)\Common
Files\Adobe\ARM\1.0\ar

msvc.exe"

C:\WINDOWS\System32 Own Process
\svchost.exe -k
WerSvcGroup

"C:\ProgramData\Micros Own Process
oft\Windows

Defender\Platform\4.18.
2203.5-0\MsMpEng.exe"

C:\WINDOWS\system32 Unknown
\svchost.exe -k
UnistackSvcGroup

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
NetworkService -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalServiceNoNetwork -

p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k RPCSS -p
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AudioEndpointBuil
der

SystemEventsBrok
er

smphost

BITS

NcaSvc

WdiSystemHost

MSDTC

WSearch

Compilador de
extremo de audio
de Windows

Agente de eventos
del sistema

SMP de Espacios
de

almacenamiento
de Microsoft

Servicio de
transferencia
inteligente en
segundo plano
(BITS)

Asistente parala
conectividad de
red

Host de sistema de
diagnostico

Coordinador de
transacciones
distribuidas

Windows Search

Administra los
dispositivos de audio para
el servicio de Audio de
Windows. Si este servicio
se detiene, los
dispositivos y efectos de
audio no funcionaran
correctamente. Si este
servicio se deshabilita, no
se podra iniciar ningin
servicio que dependa
explicitamente de él.

Coordina la ejecucion de
trabajo en segundo plano
para la aplicaciéon WinRT.
Si se deshabilita o se
detiene este servicio, el
trabajo en segundo plano
podria no activarse.

Servicio host parael
proveedor de
administracion de
Espacios de
almacenamiento de
Microsoft. Si se detiene o
deshabilita este servicio,
Espacios de
almacenamiento no se
puede administrar.

Transfiere archivos en
segundo plano mediante
el uso de ancho de banda
de red inactivo. Siel
servicio esta
deshabilitado, las
aplicaciones que
dependen de BITS, como
Windows Update o MSN
Explorer, no podran
descargar programas ni
otra informacion de
forma automatica.

Proporciona notificacion
de estado de
DirectAccess para
componentes de Ul

El Servicio de directivas
de diagnostico usa el Host
de sistema de diagnéstico
para hospedar los
diagnésticos que deben
ejecutarse en un contexto
de Sistema local. Si se
detiene este servicio, los
diagnésticos que
dependan de el dejaran de
funcionar.

Coordinalas
transacciones que
abarcan varios
administradores de
recursos, como bases de
datos, colas de mensajes y
sistemas de archivos. Si se
detiene este servicio,
estas transacciones no
podran realizarse. Si se
deshabilita el servicio, no
se podrainiciar ningun
servicio que dependa
especificamente de él.

Proporciona indizacién de
contenido,
almacenamiento en caché
de propiedadesy
resultados de busqueda
para archivos, correo
electrénicoy otro tipo de
contenido.

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DcomLaunch -p

C:\WINDOWS\System32 Own Process
\svchost.exe -k smphost

C:\WINDOWS\System32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k NetSvcs -

p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Own Process
\msdtc.exe

C:\WINDOWS\system32 Own Process
\SearchIndexer.exe
/Embedding
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LicenseManager

FDResPub

UmRdpService

PolicyAgent

fhsvc

SynTPEnhService

litdsvc

SensorDataService

EFS

Servicio de
administrador de
licencias de
Windows

Publicacion de
recurso de
deteccion de
funcion

Redirector de
puerto en modo
usuario de
Servicios de
Escritorio remoto

Agente de
directiva IPsec

Servicio de
historial de
archivos

SynTPEnhService

Asignador de
deteccion de
topologias de nivel
de vinculo

Servicio de datos
del sensor

Sistema de cifrado
de archivos (EFS)

Proporciona
compatibilidad de
infraestructura con
Microsoft Store. Este
servicio se inicia bajo
demandayy, sise
desactiva, el contenido
adquirido a través de
Microsoft Store no
funcionara
correctamente.

Publica este equipo y los
recursos conectados a él
para que puedan
detectarse a través de la
red. Si se detiene este
servicio, los recursos de
red dejaran de publicarse
y no podran detectarlos
otros equipos de la red.

Permite la redireccion de
impresoras, unidades o
puertos para conexiones
RDP.

El protocolo de seguridad
de Internet (IPSec) admite
la autenticacion del
mismo nivel de lared, la
autenticacion de origenes
de datos, laintegridad de
datos, la confidencialidad
de datos (cifrado) y la
proteccion de
reproduccion. Este
servicio aplica las
directivas IPSec creadas a
través del complemento
Directivas de seguridad IP
o laherramientade la
linea de comandos "netsh
ipsec”. Si detienes este
servicio, es posible que
experimentes problemas
de conectividad de red si
la directiva requiere que
las conexiones usen
IPSec. Ademas, la
administracion remota
del Firewall de Windows
Defender no esta
disponible cuando se
detiene este servicio.

Protege los archivos de
usuario frente a prdidas
accidentales copiandolos
en una ubicacién de copia
de seguridad

Crea un mapa de red con
informacién sobre la
topologia de dispositivos
y de equipos
(conectividad) y los
metadatos que describen
cada equipo y dispositivo.
Si se deshabilita este
servicio, el mapa de red
no funcionara
correctamente

Entrega datos de varios
sensores

Proporciona la tecnologia
de cifrado de archivos
basica usada para
almacenar archivos
cifrados en volimenes del
sistema de archivos NTFS.
Si este servicio se detiene
o se deshabilita, las
aplicaciones no podran
tener acceso a los
archivos cifrados.

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceAndNolmper

sonation -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k

NetworkServiceNetwork

Restricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Own Process
\SynTPEnhService.exe

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\System32 Own Process
\SensorDataService.exe

C:\WINDOWS\System32 Share Process
\Isass.exe
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WFDSConMgrSvc

avast! Antivirus

ManageEngine
UEMS - Agent

CoreMessagingRe
gistrar

MixedRealityOpen
XRSvc

wcncsve

DevicesFlowUserS
vc_3f726

vmicheartbeat

WpnService

VacSvc

upnphost

Servicio de
administrador de
conexiones con
servicios Wi-Fi
Direct

Avast Antivirus

ManageEngine
UEMS - Agent

CoreMessaging

Servicio OpenXR
de Windows Mixed
Reality

Registrador de
configuracion de
Windows Connect
Now

DevicesFlowUserS
vc_3f726

Servicio de latido
de Hyper-V

Servicio del
sistema de
notificaciones de
insercién de
Windows

Servicio
Volumetric Audio
Compositor

Dispositivo host de
UPnP

Administra las conexiones
con servicios
inalambricos, incluidas
basesy proyecciones
inaldmbricas.

Manages and implements
Avast antivirus services
for this computer. This
includes the real-time
shields, the virus chest
and the scheduler.

ManageEngine UEMS -
Agent

Manages communication
between system
components.

Habilita la funcionalidad
de tiempo de ejecucion de
OpenXR de realidad
mixta

WCNCSVC hospeda la
configuracion de
Windows Connect Now,
que es laimplementacion
de Microsoft del
protocolo WPS (Wi-Fi
Protected Setup). Se usa
para configurar las
opciones de LAN
inaldmbrica para un punto
de acceso (AP) oun
dispositivo Wi-Fi. El
servicio se inicia mediante
programacion cuando es
necesario.

Permite que ConnectUXy
la Configuracién del PC se
conecten 'y emparejen con
pantallas Wi-Fi y
dispositivos Bluetooth.

Supervisa el estado de la
magquina virtual mediante
la notificacién de un latido
aintervalos regulares.
Este servicio ayuda a
identificar las maquinas
virtuales en ejecucion que
dejaron de responder.

Este servicio se ejecuta en
lasesion Oy alojael
proveedor de conexiony
la plataforma de
notificaciones que
administra la conexion
entre el dispositivoy el
servidor WNS.

Hospeda el analisis
espacial para la
simulacion de audio de la
realidad mixta.

Permite que los
dispositivos UPnP se
hospeden en el equipo. Si
se detiene el servicio,
todos los dispositivos
UPNP hospedados
dejaran de funcionar y no
se podra agregar ningin
dispositivo hospedado
adicional. Si se deshabilita
este servicio, no podran
iniciarse los servicios que
dependan explicitamente
del mismo.

C:\WINDOWS\system32
\svchost.exe -k
LocalServiceNetworkRes
tricted -p

"C:\Program Files\Avast
Software\Avast\AvastSvc
.exe" /runassvc

"C:\Program Files
(x86)\DesktopCentral_Ag
ent\bin\dcagentservice.e
xe"

C:\WINDOWS\system32
\svchost.exe -k
LocalServiceNoNetwork -
p

C:\WINDOWS\system32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p
C:\WINDOWS\System32
\svchost.exe -k
LocalServiceAndNolmper
sonation -p

C:\WINDOWS\system32
\svchost.exe -k
DevicesFlow

C:\WINDOWS\system32
\svchost.exe -k ICService

-p

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32
\svchost.exe -k
LocalServiceNetworkRes
tricted -p

C:\WINDOWS\system32
\svchost.exe -k
LocalServiceAndNolmper
sonation -p
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dmwappushservic
e

WmiApSrv

AppXSvc

RemoteRegistry

WarpJITSve

LxpSvc

Netman

WdiServiceHost

Servicio de
enrutamiento de
mensajes de
insercion del
Protocolo de
aplicacion
inalambrica (WAP)
de administracion
de dispositivos

Adaptador de
rendimiento de
WMI

Servicio de
implementacion de
AppX (AppXSVC)

Registro remoto

Warp JIT Service

Servicio de
experiencia de
idioma

Conexiones de red

Host del servicio
de diagnostico

Redirige los mensajes de
insercion del Protocolo de
aplicacion inalambrica
(WAP) que recibe el
dispositivo y sincroniza
las sesiones de
administracion de
dispositivos

Proporciona informacion
sobre la biblioteca de
rendimiento de
proveedores del servicio
Instrumental de
administracion de
Windows (WMI) a
clientes de lared. Este
servicio solo se ejecutasi
el Ayudante de datos de
rendimiento esta
activado.

Proporciona
compatibilidad con
infraestructuras parala
implementacién de
aplicaciones de Store.
Este servicio se inicia bajo
peticiény, si esta
deshabilitado, las
aplicaciones de Store no
se implementaran en el
sistemay podrian no
funcionar correctamente.

Habilita usuarios remotos
para que modifiquen la
configuracion del
Registro en este equipo.
Si se detiene este servicio,
cualquier usuario en este
equipo puede modificar el
Registro. Si este servicio
esta deshabilitado,
cualquier servicio que
explicitamente dependa
de él no podréainiciarse.

Enables JIT compilation
supportin d3d10warp.dll
for processes in which
code generation is
disabled.

Proporciona soporte a la
infraestructura necesaria
paraimplementary
configurar recursos de
Windows localizados.
Este servicio se inicia bajo
peticiény, si se
deshabilita, los idiomas de
Windows adicionales no
se implementaran en el
sistemay es posible que
Windows no funcione
correctamente.

Administra objetos en la
carpeta Conexiones de
redy acceso telefénico,
donde se pueden ver
conexiones de red de area
local y remotas.

El Servicio de directivas
de diagnostico usa el Host
del servicio de
diagnostico para
hospedar los diagnosticos
que deben ejecutarse en
un contexto de Servicio
local. Si se detiene este
servicio, los diagnésticos
que dependan de él
dejaran de funcionar.

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Own Process
\wbem\WmiApSrv.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k wsappx -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
localService -p

C:\WINDOWS\System32 Own Process
\svchost.exe -k
LocalServiceNetworkRes

tricted

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalService -p
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TroubleshootingSv  Servicio de Permite la mitigacion C:\WINDOWS\system32 Share Process Manual LocalSystem

G solucién de automatica de problemas \svchost.exe -k netsvcs -p
problemas conocidos mediante la
recomendado aplicacion de la resolucion

de problemas
recomendada. Si se
detiene, el dispositivo no
recomendara la
resolucién de problemas
en el dispositivo.

WSCSVC Centrode El servicio WSCSVC C:\WINDOWS\System32 Share Process Automatic NT
seguridad (Centrode seguridad de  \svchost.exe -k AUTHORITY\Local
Windows) supervisa e LocalServiceNetworkRes Service
informaacercade la tricted -p

configuracion de
mantenimiento de
seguridad del equipo. La
configuracion de
mantenimiento incluye la
configuracion de firewall
(activado o desactivado),
antivirus (activado,
desactivado o sin
actualizar), anti spyware
(activado, desactivado o
sin actualizar), Windows
Update (descargar e
instalar actualizaciones
automaticamente o
manualmente), Control de
cuentas de usuario
(activado o desactivado) e
Internet (recomendada o
no recomendada). El
servicio proporciona unas
APl de COM para que los
fabricantes de software
independientes puedan
registrar el estado de sus
productos en el servicio
Centro de seguridad. La
interfaz de usuario de
Seguridad y
mantenimiento usa el
servicio para
proporcionar alertas de la
bandeja del sistemay una
vista grafica de los
estados de
mantenimiento de
seguridad en el panel de
control de Seguridad y
mantenimiento.
Proteccién de acceso a
redes (NAP) usael
servicio para informar
sobre los estados de
mantenimiento de
seguridad de los clientes
al Servidor de directivas
de redes de NAP para
tomar decisiones de
cuarentenade red. El
servicio también tiene
una APl publica que
permite a los
consumidores externos
recuperar mediante
programacion el estado
de mantenimiento de
seguridad agregado del

sistema.
TimeBrokerSvc Agente de eventos Coordinalaejecucionde C:\WINDOWS\system32 Share Process Manual NT
de tiempo trabajo en segundo plano \svchost.exe -k AUTHORITY\Local
para la aplicacion WinRT. LocalServiceNetworkRes Service
Si se deshabilita o se tricted -p

detiene este servicio, el
trabajo en segundo plano
podria no activarse.
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COMSysApp

wlidsvc

SensrSvc

cphs

BFE

vmictimesync

StiSvc

WinHttpAutoProx
ySvc

Aplicacion del
sistema COM+

Ayudante parael
inicio de sesion de
cuenta Microsoft

Servicio de
supervision de
sensores

Intel(R) Content
Protection HECI
Service

Motor de filtrado
de base

Servicio de
sincronizacion de
hora de Hyper-V

Adquisicion de
imagenes de
Windows (WIA)

Servicio de
deteccion
automatica de
proxy web
WInHTTP

Administra la
configuraciony el
seguimiento de los
componentes del Modelo
de objetos componentes
(COM+). Si se detiene el
servicio, la mayoria de los
componentes COM+ no
funcionaran
correctamente. Si se
deshabilita este servicio,
no se podré iniciar ningin
servicio que dependa
especificamente de él.

Permite al usuario iniciar
sesion mediante los
servicios de identidad de
cuentas Microsoft. Si se
detuvo este servicio, los
usuarios no podran iniciar
sesion en el equipo con
sus cuentas Microsoft.

Supervisa los diversos
sensores para exponer los
datos y adaptarse al
sistemay el estado del
usuario. Si se detiene o se
deshabilita, el brillo de la
pantalla no se adaptara a
las condiciones de
iluminacion. Al detenerlo,
probablemente también
se vean afectadas otras
caracteristicasy
funcionalidades.

Intel(R) Content
Protection HECI Service -
enables communication
with the Content
Protection FW

El Motor de filtrado de
base (BFE) es un servicio
que administra las
directivas de firewall y del
protocolo de seguridad de
Internet (IPsec) e
implementa el filtrado de
modo usuario. Si se
detiene o deshabilita el
servicio BFE, se reducira
de forma significativa la
seguridad del sistema.
También dara lugar aun
comportamiento
impredecible en las
aplicaciones de
administracion de IPsecy
firewall.

Sincroniza lahora del
sistema de esta maquina
virtual con la hora del
sistema del equipo fisico.

Proporciona servicios de
adquisicion de imagenes
para escaneresy camaras.

WInHTTP implementa la
pilaHTTP de cliente y
proporcionaa los
programadores una API
Win32y un componente
de automatizacion COM
para enviar solicitudes
HTTPy recibir
respuestas. Ademas,
WInHTTP ofrece
compatibilidad con la
deteccion automatica de
una configuracién proxy
mediante la
implementacion del
protocolo de deteccién
automatica de proxy web
(WPAD).

C:\WINDOWS\system32 Own Process
\dllhost.exe

/Processid:{02D4B3F1-
FD88-11D1-960D-

00805FC79235}

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceAndNolmper

sonation -p

C:\WINDOWS\System32 Own Process
\DriverStore\FileReposit
ory\igdlh64.inf amd64_d
5877a2e0e6374b6\Intel
CpHeciSvc.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalServiceNoNetworkF

irewall -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Own Process
\svchost.exe -k imgsvc

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p
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InstallService

WpcMonSvc

XblGameSave

TokenBroker

AssignedAccessMa

nagersvc

esifsvc

ClientManager

Avast Business
Console Client
Antivirus Service

AESMService

StorSvc

wuauserv

TabletInputService

Servicio de
instalacion de
Microsoft Store

Control parental

Partida guardada
en Xbox Live

Administrador de
cuentas web

Servicio
AssignedAccessMa
nager

Intel(R) Dynamic
Platform and
Thermal
Framework service

Avast Business
CloudCare -
ClientManager

Avast Business
Console Client
Antivirus Service

Intel® SGX AESM

Serviciode
almacenamiento

Windows Update

Servicio de Panel
de escrituraa
manoy teclado
tactil

Proporciona
compatibilidad de
infraestructura con
Microsoft Store. Este
servicio se inicia bajo
demandayy, sise
desactiva, las
instalaciones no
funcionaran
correctamente.

Aplica el control parental
a las cuentas infantiles de
Windows. Si este servicio
se detiene o deshabilita,
no se puede aplicar el
control parental.

Este servicio sincroniza
los datos guardados para
los juegos que pueden
guardarse en Xbox Live. Si
se detiene el servicio, la
partida guardada no se
cargara a, o descargara
desde, Xbox Live.

El Administrador de
cuentas web usa este
servicio para
proporcionar el inicio de
sesion Gnico a
aplicacionesy servicios.
El servicio
AssignedAccessManager
admite la experiencia de
quiosco multimedia en
Windows.

Intel(R) Dynamic Platform
and Thermal Framework
service

Avast Business
CloudCare -
ClientManager

Avast Business Console
Client Antivirus Service

The system services
management agent for
Intel® Software Guard
Extensions enabled
applications.

Ofrece servicios de
habilitacion parala
configuracion de
almacenamientoy la
expansion del
almacenamiento externo

Habilita la deteccion,
descarga e instalacién de
actualizaciones de
Windows y otros
programas. Si se
deshabilita este servicio,
los usuarios de este
equipo no podran usar
Windows Update ni su
funcién de actualizacién
automaticay los
programas no podran
usar la API del Agente de
Windows Update (WUA).

Habilita la funcionalidad
de lapiz y entrada de lapiz
del Panel de escrituraa
mano y teclado tactil

C:\WINDOWS\System32 Own Process

\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Own Process
\svchost.exe -k

LocalService

C:\WINDOWS\system32 Share Process

\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process

\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
AssignedAccessManager

Svc

C:\WINDOWS\System32 Own Process

\Inte\DPTF\esif_uf.exe

"C:\Program Files Own Process
(X8B)\AVAST
Software\Business

Agent\ClientManager.exe

"C:\Program Files\Avast  Share Process
Software\Avast\bccavsvc

.exe" /service

C:\WINDOWS\System32
\DriverStore\FileReposit
ory\sgx_psw.inf_amd64_6
9d915519e0a2ac8\aesm
_service.exe

C:\WINDOWS\System32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p

Own Process

Share Process

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p
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MapsBroker

igfixCUIService2.0.
0.0

LanmanWorkstati
on

CaptureService_3f
726

cbdhsvc_3f726
TeamViewer

OneSyncSvc_3f72
6

defragsvc

diagnosticshub.sta
ndardcollector.ser
vice

PimIndexMaintena
nceSvc_3f726

CxAudMsg

shpamsvc

Administrador de
mapas
descargados

Intel(R) HD
Graphics Control
Panel Service

Estacion de trabajo

CaptureService_3f
726

cbdhsvc_3f726
TeamViewer

OneSyncSvc_3f72
6

Optimizar
unidades

Servicio
Recopilador
estandar del
concentrador de
diagnosticos de
Microsoft (R)

PimIndexMaintena
nceSvc_3f726

CxAudMsg Service

Shared PC
Account Manager

Servicio de Windows para C:\WINDOWS\System32 Own Process

elacceso de las
aplicaciones a los mapas
descargados. Este servicio
se inicia a peticion de la
aplicacion que accede a
los mapas descargados. Si
se deshabilita este
servicio, las aplicaciones
no podran tener acceso a
los mapas.

Service for Intel(R) HD
Graphics Control Panel

Creay mantiene
conexiones de red de
cliente con servidores
remotos con el protocolo
SMB. Si se detiene este
servicio, las conexiones
dejaran de estar
disponibles. Si se
deshabilita, no podra
iniciarse ninguin servicio
que dependa
explicitamente de él.

Habilita la funcionalidad
de captura de pantalla
opcional para las
aplicaciones que llaman a
la API
Windows.Graphics.Captu
re.

Este servicio de usuario
se utiliza para escenarios
de portapapeles

TeamViewer Remote
Software

Este servicio sincronizael
correo, los contactos, el
calendario y otros datos
del usuario. El correoy
otras aplicaciones que
dependen de esta
funcionalidad no
funcionaran
correctamente si esté
servicio no se esta
ejecutando.

Ayuda al equipo a
ejecutarse de manera mas
eficaz mediante la
optimizacion de archivos
enlas unidades de
almacenamiento.

Servicio Recopilador
estandar del
concentrador de
diagnosticos. Cuando se
ejecuta, este servicio
recopilaeventos ETW en
tiempo real y los procesa.

Indiza los datos de
contacto para buscar
contactos rapidamente. Si
detienes o deshabilitas
este servicio, puede que
no aparezcan todos los
contactos en los
resultados de la
busqueda.

Manages profiles and
accounts on a SharedPC
configured device

\svchost.exe -k
NetworkService -p

C:\WINDOWS\System32
\DriverStore\FileReposit

ory\igdlh64.inf amd64_d

5877a2e0e6374b6\igfxC
UlService.exe

C:\WINDOWS\System32
\svchost.exe -k
NetworkService -p

C:\WINDOWS\system32
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32
\svchost.exe -k
ClipboardSvcGroup -p

"C:\Program Files
(x86)\TeamViewer\Team
Viewer_Service.exe"

C:\WINDOWS\system32

\svchost.exe -k
UnistackSvcGroup

C:\WINDOWS\system32
\svchost.exe -k defragsvc

C:\WINDOWS\system32
\DiagSvcs\DiagnosticsHu
b.StandardCollector.Servi
ce.exe

C:\WINDOWS\system32
\svchost.exe -k
UnistackSvcGroup

"C\WINDOWS\System3
2\CxAudMsg64.exe"

C:\WINDOWS\System32
\svchost.exe -k netsvcs -p
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workfolderssvc

FontCache

WPDBuUsSEnum

Wecsvc

RetailDemo

fdPHost

Carpetas de
trabajo

Servicio de caché
de fuentes de
Windows

Servicio
enumerador de
dispositivos
portatiles

Recopilador de
eventos de
Windows

Servicio de prueba
comercial

Host de proveedor
de deteccion de
funcion

Este servicio sincroniza
archivos con el servidor
de Carpetas de trabajo, lo
que le permite usar los
archivos en cualquiera de
los equipos y dispositivos
en los que configuro
Carpetas de trabajo.

Optimiza el rendimiento
de las aplicaciones
copiando en lamemoria
caché los datos de fuente
més usados. Las
aplicaciones iniciaran este
servicio si no se esta
ejecutando. Es posible
deshabilitarlo, aunque si
se hace, el rendimiento de
las aplicaciones se
reducira.

Exige el cumplimiento de
directivas de grupo para
dispositivos extraibles de
almacenamiento. Habilita
aplicaciones como
Windows Media Player y
Asistente para
importacion de imagenes
para transferiry
sincronizador contenido
mediante el uso de
dispositivos de
almacenamiento.

Este servicio administra
suscripciones
persistentes a eventos
desde origenes remotos
que admiten el protocolo
WS-Management. Esto
incluye registros de
eventos de Windows
Vista, hardware y
origenes de eventos con
lainterfaz IPMI
habilitada. El servicio
almacena los eventos
reenviados en un registro
de eventos local. Si se
detiene o deshabilita este
servicio, no podran
crearse suscripciones de
eventosy no podran
aceptarse los eventos
reenviados.

El servicio de prueba
comercial controla la
actividad del dispositivo
mientras este esté en el
modo de prueba
comercial.

El servicio FDPHOST
hospeda proveedores de
deteccion de redes FD
(deteccion de funciones).
Estos proveedores FD
proporcionan servicios de
deteccion de redes parael
Protocolo de deteccion de
servicios simple (SSDP) y
el protocolo de deteccion
de servicios web (WS-D).
Si se detiene o deshabilita
el servicio FDPHOST, se
deshabilitara la deteccion
de redes para estos
protocolos cuando se use
FD. Si este servicio no
esta disponible, los
servicios de red que usen
FDy estén basados en
estos protocolos de
deteccion no podran
encontrar dispositivos o
recursos de red.

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted

C:\WINDOWS\system32 Share Process
\svchost.exe -k
NetworkService -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k rdxgroup

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p
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WirelesskB850No
tificationService

SCardSvr

FA_Scheduler

Spooler

DmEnrollmentSvc

FrameServer

DisplayEnhanceme

ntService

IpxlatCfgSvc

DusmSvc

ConsentUxUserSv
c_3f726

NcdAutoSetup

hidserv

Wireless Keyboard
850 Notification
Service

Tarjeta inteligente

FortiClient VPN
Service Scheduler

Colade impresién

Servicio de
inscripcién de
administracion de
dispositivos

Servicio
FrameServer de la
Camarade
Windows

Servicio de mejora
de visualizacién

Servicio de
configuracion de
traslacion de IP

Uso de datos

ConsentUxUserSv
c_3f726

Configuracion
automatica de
dispositivos
conectados alared

Servicio de
dispositivo de
interfaz humana

Administra el acceso a
tarjetas inteligentes
leidas por el equipo. Si
este servicio se detiene, el
equipo no podra leer las
tarjetas inteligentes. Si
este servicio esta
deshabilitado, cualquier
servicio que
explicitamente dependa
de él no podra iniciarse.

FortiClient VPN Service
Scheduler

Este servicio pone en cola
los trabajos de impresion
y administra la
interaccion con la
impresora. Si lo desactiva,
no podra imprimir ni ver
las impresoras.

Realiza actividades de
inscripcién de
dispositivos para la
administracion de
dispositivos

Permite que varios
clientes tengan acceso a
los fotogramas de video
de las camaras.

Un servicio para
administrar la mejora de
visualizacion, como el
control de brillo.

Configuray habilita la
traslaciondev4avéy
viceversa

Uso de datos de red,
limite de datos, restringir
datos en segundo plano,
redes de uso medido.

Permite que el sistema
solicite el consentimiento
del usuario para permitir
que las aplicaciones
accedan a recursos
confidenciales e
informacién como la
ubicacioén del dispositivo.

El servicio Configuracion
automatica de
dispositivos conectados a
la red supervisa e instala
dispositivos calificados
gue se conectan a redes
calificadas. Si se detiene o
se deshabilita este
servicio. Windows no
podra detectar e instalar
automaticamente los
dispositivos conectados a
la red calificados. Los
usuarios pueden agregar
manualmente los
dispositivos conectados a
lared aunequipo
mediante lainterfaz de
usuario.

Activay mantiene el uso
de botones de acceso
directo predefinidos en
los teclados, controles
remotos y otros
dispositivos multimedia.
Se recomienda mantener
este servicio en ejecucion.

C:\WINDOWS\System32
\WirelessKkB850Notificat
ionService.exe

C:\WINDOWS\system32
\svchost.exe -k
LocalServiceAndNolmper
sonation

"C:\Program
Files\Fortinet\FortiClient
\scheduler.exe"

C:\WINDOWS\System32
\spoolsv.exe

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32
\svchost.exe -k Camera

C:\WINDOWS\system32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p

C:\WINDOWS\System32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p

C:\WINDOWS\System32
\svchost.exe -k
LocalServiceNetworkRes
tricted -p

C:\WINDOWS\system32
\svchost.exe -k
DevicesFlow

C:\WINDOWS\System32
\svchost.exe -k
LocalServiceNoNetwork -

p

C:\WINDOWS\system32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p
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EntAppSvc

DsmSvc

vds

DeviceAssociation
Service

KtmRm

camsvc

Imhosts

vmicguestinterface

CredentialEnrollm
entManagerUserS
vc_3f726

Servicio de
administracion de
aplicaciones de
empresa

Administrador de
configuracion de
dispositivos

Disco virtual

Servicio de
asociacion de
dispositivos

KTMRM paraDTC
(Coordinador de
transacciones
distribuidas)

Servicio
Administrador de
funcionalidad de
acceso

Aplicacion auxiliar
de NetBIOS sobre
TCP/IP

Interfaz de servicio
invitado de Hyper-
\%

CredentialEnrollm
entManagerUserS
vc_3f726

Habilita la administracion
de aplicaciones de
empresa.

Habilita la deteccion, la
descargay la instalacion
del software relacionado
con el dispositivo. Si se
deshabilita este servicio,
los dispositivos podran
configurarse con un
software desfasado y
podrian no funcionar
correctamente.

Proporciona servicios de
administracion para
discos, volimenes,
sistemas de archivos y
matrices de
almacenamiento.

Permite el
emparejamiento entre el
sistema y dispositivos con
cable e inalambricos.

Coordina transacciones
entre el coordinador de
transacciones distribuidas
(MSDTC)yel
administrador de
transacciones de kernel
(KTM). Si no es necesario,
es recomendable que este
servicio permanezca
detenido. Si es necesario,
tanto MSDTC como KTM
iniciaran el servicio
automaticamente. Si se
deshabilita este servicio,
cualquier transaccion de
MSDTC que interactue
con un administrador de
transacciones de kernel
no se podrérealizary
cualquier servicio que
dependa explicitamente
de él no podréainiciarse.

Proporciona funciones
para administrar el acceso
de aplicaciones UWP a
capacidades de la
aplicacion, asi como la
comprobacién de acceso
de laaplicacion a
capacidades de la
aplicacion especifica

Proporciona
compatibilidad para el
servicio NetBIOS sobre
TCP/IP (NetBT)y
resolucion de nombres
NetBIOS para clientes de
lared, lo que permite alos
usuarios compartir
archivos, imprimir e
iniciar sesién en lared. Si
se detiene este servicio,
puede que estas
funciones no estén
disponibles. Sise
deshabilita, los servicios
que dependan
implicitamente de él no se
iniciaran.

Proporciona una interfaz
para que el host de
Hyper-V interactie con
servicios especificos que
se ejecutan en lamaquina
virtual.

Administrador de
inscripciones de
credenciales

C:\WINDOWS\system32
\svchost.exe -k appmodel

-P

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32
\vds.exe

C:\WINDOWS\system32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p

C:\WINDOWS\System32
\svchost.exe -k
NetworkServiceAndNolm
personation -p

C:\WINDOWS\system32
\svchost.exe -k osprivacy
-p

C:\WINDOWS\System32
\svchost.exe -k
LocalServiceNetworkRes
tricted -p

C:\WINDOWS\system32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p

C:\WINDOWS\system32
\CredentialEnrollmentMa
nager.exe
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vmicrdv

NetTcpPortSharin  Servicio de uso
g compartido de
puertos Net.Tcp

RpcSs

DolbyDAXAPI

wlpasvc

AarSvc_3f726

vpnagent
Secure Mobility
Agent
StateRepository  Servicio de
repositorio de
estado
RemoteAccess

BluetoothUserSer BluetoothUserSer
vice_3f726

vice_3f726

Netlogon

P9RdrService_3f7 P9RdrService_3f7
26 26

Servicio de
virtualizacion de
Escritorio remoto
de Hyper-V

Llamada a
procedimiento
remoto (RPC)

Dolby DAX API
Service

Servicio de
asistente para
perfil local

AarSvc_3f726

Cisco AnyConnect

Enrutamientoy
acceso remoto

Net Logon

Proporciona una
plataforma parala
comunicacion entre la
maquina virtual y el
sistema operativo que se
ejecuta en el equipo fisico.

Ofrece la posibilidad de
compartir puertos TCP a
través del protocolo
net.tcp.

El servicio RPCSS es el
Administrador de control
de servicios para
servidores COMy
DCOM. Realiza
solicitudes de activacién
de objetos, resoluciones
del exportador de objetos
y recoleccion distribuida
de elementos no usados
paraservidores COMy
DCOM. Si este servicio se
detiene o se deshabilita,
los programas que usen
COM o DCOM no
funcionaran
correctamente. Por ello,
es muy recomendable que
ejecute el servicio RPCSS.

Dolby DAX API Service is
used by Dolby DAX
applications to control
Dolby Atmos components
in the system.

Este servicio proporciona
administracion de perfil
paralos médulos de
identidad del suscriptor

Runtime for activating
conversational agent
applications

Cisco AnyConnect Secure
Mobility Agent for
Windows

Proporciona soporte a la
infraestructura necesaria
para el modelo de
aplicacion.

Ofrece servicios de
enrutamiento a empresas
en entornos de red de
arealocal y extensa.

El servicio de usuario de
Bluetooth permite el
funcionamiento correcto
de caracteristicas de
Bluetooth pertinentes
para cada sesion de
usuario.

Mantiene un canal seguro
entre el equipo y el
controlador de dominio
para autenticar usuarios y
servicios. Si se detiene
este servicio, puede que el
equipo no autentique
usuarios y servicios y que
el controlador de dominio
no pueda registrar los
registros DNS. Si se
deshabilita este servicio,
los servicios que depende
de él explicitamente no se
podran iniciar.

Habilita los servidores de
archivos de plan9 de
inicio de desencadenador.

C:\WINDOWS\system32
\svchost.exe -k ICService

P

CA\WINDOWS\Microsoft.

NET\Framework64\v4.0.
30319\SMSvcHost.exe

C:\WINDOWS\system32
\svchost.exe -k rpcss -p

C:\WINDOWS\system32
\dolbyaposvc\DAX3API.e
xe

C:\WINDOWS\system32
\svchost.exe -k
LocalServiceNetworkRes
tricted -p

C:\WINDOWS\system32
\svchost.exe -k
AarSvcGroup -p
"C:\Program Files
(x86)\Cisco\Cisco
AnyConnect Secure
Mobility
Client\vpnagent.exe"
C:\WINDOWS\system32
\svchost.exe -k appmodel
-p

C:\WINDOWS\System32
\svchost.exe -k netsvcs

C:\WINDOWS\system32
\svchost.exe -k
BthAppGroup -p

C:\WINDOWS\system32
\Isass.exe

C:\WINDOWS\system32
\svchost.exe -k
P9RdrService -p
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Winmgmt

SessionEnv

CxUIUSvc

SUService

EapHost

PrintNotify

Instrumental de
administracion de
Windows

Configuracion de
Escritorio remoto

CxUIUSvc Service

System Update

Protocolo de
autenticacion
extensible

Extensionesy
notificaciones de
impresora

Proporcionaunainterfaz  C:\WINDOWS\system32 Share Process
comun y un modelo de \svchost.exe -k netsvcs -p
objeto para tener acceso

alainformacion de

administracion acerca de

un sistema operativo,

dispositivos, aplicaciones

y servicios. Si se detiene

este servicio, lamayoria

del software basado en

Windows no funcionara

correctamente. Si este

servicio esta

deshabilitado, cualquier

servicio que

explicitamente dependa

de él no podra iniciarse.

El servicio Configuracion C:\WINDOWS\System32 Share Process
de Escritorio remoto \svchost.exe -k netsvcs -p
(RDCS) se encarga de

todas las actividades de

mantenimiento de

sesiones y configuracion

relacionadas con

Servicios de Escritorio

remoto y Escritorio

remoto que requieran el

contexto SYSTEM. Entre

ellas, se incluyen las

carpetas temporales por

sesion, los temas de

Escritorio remotoy los

certificados de Escritorio

remoto.

-- "C:\WINDOWS\System3 Own Process
2\CxUIUSvc32.exe"

Lenovo System Update ~ "C:\Program Files Own Process
(x86)\Lenovo\System
Update\SUService.exe"

El servicio Protocolode = C:\WINDOWS\System32 Share Process
autenticacion extensible  \svchost.exe -k netsvcs -p
(EAP) proporciona
autenticacion de red en
escenarios como 802.1x
con cable e inaldmbrica,
VPN y Proteccién de
acceso a redes (NAP).
EAP también proporciona
interfaces de
programacion de
aplicaciones (API) usadas
por clientes de acceso a
redes, incluidos clientes
inaldmbricos y VPN,
durante el proceso de
autenticacion. Si
deshabilita este servicio,
este equipo no podra
obtener acceso a redes
que requieran
autenticacion EAP.

Este servicio abre cuadros C:\WINDOWS\system32 Share Process
de didlogo personalizados \svchost.exe -k print
de laimpresoray

administra notificaciones

desde un servidor de

impresién o una

impresora remotos. Si lo

desactiva, no podra ver

las extensiones ni las

notificaciones de

impresora.
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wbengine

Audiosrv

TermService

MicrosoftEdgeElev
ationService

BcastDVRUserSer

vice_3f726

Devicelnstall

p2psvc

Servicio del
modulo de copia de
seguridad a nivel
de bloque

Audio de Windows

Servicios de
Escritorio remoto

Microsoft Edge
Elevation Service
(MicrosoftEdgeEle
vationService)

BcastDVRUserSer
vice_3f726

Servicio de
instalacion de
dispositivos

Agrupacion de red
del mismo nivel

"C:\WINDOWS\system3 Own Process
2\wbengine.exe"

Copias de seguridad de
Windows usa el servicio
WBENGINE para realizar
operaciones de copiade
seguridad y recuperacion.
Si el usuario detiene este
servicio, es posible que se
produzcan errores en la
operacion de copia de
seguridad o de
recuperacion que se esté
ejecutando. Si se
deshabilita este servicio,
es posible que se
deshabiliten las
operaciones de copia de
seguridady de
recuperacion que usan
Copias de seguridad de
Windows en este equipo.

Administra el audio para
programas basados en
Windows. Si este servicio
se detiene, los
dispositivos y efectos de
audio no funcionaran
correctamente. Si este
servicio se deshabilita, no
se podra iniciar ningin
servicio que dependa
explicitamente de él.

Permite a los usuarios
conectarse de forma
interactiva a un equipo
remoto. Escritorio remoto
y el servidor host de
sesion de Escritorio
remoto dependen de este
servicio. Para impedir el
uso remoto de este
equipo, desactive las
casillas de la pestafia
Acceso remoto, en el
elemento Propiedades del
sistema del Panel de
control.

Keeps Microsoft Edge up
to update. If this service is
disabled, the application
will not be kept up to
date.

Este servicio de usuario
se usa para grabaciones
de juegos y difusiones en
directo.

Habilita un equipo para
gue reconozcay adapte
los cambios de hardware
con el menor esfuerzo por
parte del usuario. Si se
detiene o deshabilita este
servicio, el sistema se
volverainestable.

C:\WINDOWS\System32 Own Process
\svchost.exe -k
LocalServiceNetworkRes

tricted -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k
NetworkService

"C:\Program Files Own Process
(x86)\Microsoft\Edge\Ap
plication\104.0.1293.47\

elevation_service.exe"

C:\WINDOWS\system32 Unknown
\svchost.exe -k
BcastDVRUserService

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DcomLaunch -p

Permite la comunicacion
de varios participantes
mediante Agrupacién de
punto a punto. Si se
deshabilita, es posible que
algunas aplicaciones,
como Grupo Hogar, no
funcionen.

C:\WINDOWS\System32 Share Process
\svchost.exe -k
LocalServicePeerNet
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SNMPTrap

wercplsupport

SDRSVC

CryptSvc

cloudidsvc

gupdate

Capturade SNMP

Soporte técnico
del panel de
control Informes
de problemas

Copias de
seguridad de
Windows

Servicios de
cifrado

Servicio de
identidad en la
nube de Microsoft

Google Update
Servicio (gupdate)

Recibe mensajes de
captura generados por
agentes locales o remotos
del Servicio de Protocolo
simple de administracién
de redes (SNMP) y
retransmite los mensajes
aprogramas de
administracion de SNMP
gue se ejecutan en este
equipo. Si se detiene este
servicio, los programas
basados en SNMP en este
equipo no recibiran
mensajes de captura
SNMP. Si se deshabilita
este servicio, cualquier
servicio que dependa
explicitamente de él
tendra un error al iniciar.

Este servicio proporciona C:\WINDOWS\System32 Share Process
compatibilidad paraver, \svchost.exe -k netsvcs -p

enviary eliminar los

informes de problemas a

nivel de sistema para el

panel de control Informes

de problemas.

Ofrece funcionalidad de
Copias de seguridad y
restauracion de Windows.

Proporciona tres servicios C:\WINDOWS\system32 Own Process
de administracion: \svchost.exe -k
Servicio de catalogo de NetworkService -p
base de datos, que

confirma las firmas de

archivos de Windows y

permite la instalacion de

NUEevos programas;

Servicio de raiz protegida,

que agregay quita

certificados de entidades

de certificacion raiz de

confianza del equipo, y

Servicio automatico de

actualizacion de

certificados raiz, que

recupera certificados raiz

de Windows Update y

habilita escenarios como

SSL. Si se detiene este

servicio, los servicios de

administracion

mencionados no

funcionaran

correctamente. Si se

deshabilita este servicio,

no se podrén iniciar

ninguno de los servicios

que dependen

explicitamente de él.

Admite integracionescon C:\WINDOWS\system32 Own Process
los servicios de identidad \svchost.exe -k

de la nube de Microsoft.  CloudldServiceGroup -p

Si se deshabilita, las

restricciones de inquilino

no se aplicaran

correctamente.

Mantiene actualizado tu
software de Google. Si
este servicio se desactiva
o se detiene, tu software
de Google no se
mantendra actualizado, lo
que implica que las
vulnerabilidades de
seguridad que puedan
aparecer no podran
arreglarse y es posible
que algunas funciones no
anden. Este servicio se
desinstala
automaticamente si
ningan software de
Google la utiliza.

C:\WINDOWS\System32 Own Process
\snmptrap.exe

C:\WINDOWS\system32 Own Process
\svchost.exe -k SDRSVC

"C:\Program Files Own Process
(x86)\Google\Update\Go

ogleUpdate.exe" /svc
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iphlpsvc

ShellHWDetection

RstMwService

LSM

VSS

seclogon

Themes

BTAGService

WNManSvc

McpManagementS

ervice

W32Time

Aplicacion auxiliar
IP

Deteccién de
hardware shell

RstMwService

Administrador de
sesion local

Instantaneas de
volumen

Inicio de sesién
secundario

Temas

Servicio de puerta
de enlace de audio
de Bluetooth

Servicio de
administracion de
Windows

McpManagementS
ervice

Hora de Windows

Proporciona conectividad
de tunel mediante
tecnologias de transicion
IPv6 (6to4, ISATAP, Proxy
de puertoy Teredo) e IP-
HTTPS. Si se detiene este
servicio, el equipo no
contaréa con los beneficios
de conectividad mejorada
que ofrecen estas
tecnologias.

Proporciona
notificaciones sobre
eventos de hardware
AutoPlay.

RPC service, which allows
communication between
driver and Windows
Store Application

Servicio central de
Windows que administra
las sesiones de usuario
locales. Si este servicio se
detiene o deshabilita,
provocara una
inestabilidad en el
sistema.

Administra e implementa
Instantaneas de volumen
usadas para copias de
seguridad y otros
propésitos. Si este
servicio se detiene, las
instantaneas se
deshabilitaran parala
copia de seguridad y ésta
generaraun error. Si este
servicio esta
deshabilitado, se
producira un error al
Iniciar cualquier servicio
que explicitamente
dependade él.

Habilita procesos de
inicio bajo credenciales
alternadas. Si se detiene,
este tipo de acceso de
inicio de sesién no estara
disponible. Si el servicio
esta deshabilitado,
cualquiera de los servicios
que dependan
explicitamente de él, no
se iniciaran.

Proporciona
administracion de temas
de experiencia de usuario.

Servicio compatible con el
rol de puerta de enlace de
audio del perfil de manos
libres de Bluetooth.

Realiza la gestion,
incluyendo actividades de
aprovisionamiento e
inscripcién

Mantiene la
sincronizacion de fechay
horaen todos los clientes
y servidores de lared. Si
se detiene este servicio,
no estara disponible la
sincronizacion de fechay
hora. Si se deshabilita
este servicio, no se podra
iniciar ninguno de los
servicios que dependen
explicitamente de él.

C:\WINDOWS\System32 Share Process
\svchost.exe -k NetSvcs -

p

C:\WINDOWS\System32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Own Process
\DriverStore\FileReposit
ory\iastorac.inf_ amd64_5
061a185bda56841\RstM

wService.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DcomLaunch -p

C:\WINDOWS\system32 Own Process
\vssvc.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Share Process

\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalServiceNetworkRes

tricted

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

Share Process

C:\WINDOWS\system32 Own Process
\svchost.exe -k
McpManagementService

Group

C:\WINDOWS\system32
\svchost.exe -k
LocalService

Share Process
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SstpSvc

MsKeyboardFilter

UnistoreSvc_3f726

SmsRouter

RpcLocator

diagsvc

wisvc

ssh-agent

PushTolnstall

AppMgmt

Servicio de
protocolo de tinel
de sockets seguros

Filtro de teclado de
Microsoft

UnistoreSvc_3f726

Servicio enrutador
de SMSde
Microsoft
Windows.

Ubicador de
llamada a
procedimiento
remoto (RPC)

Diagnostic
Execution Service

Servicio de
Windows Insider

OpenSSH
Authentication
Agent

Servicio
PushTolnstall de
Windows

Administracion de
aplicaciones

Ofrece compatibilidad
con el protocolo de tanel
de sockets seguros (SSTP)
para conectarse con
equipos remotos usando
VPN. Si se deshabilita
este servicio, los usuarios
no podran usar SSTP para
tener acceso a servidores
remotos.

Controlael filtradoy la
asignacion de pulsacién
de tecla

Controlael
almacenamiento de datos
de usuario estructurados,
incluida informacion de
contacto, calendarios,
mensajes y otro
contenido. Si detienes o
deshabilitas este servicio,
puede que las
aplicaciones que usen
estos datos no funcionen
correctamente.

Enruta mensajes en
funcion de reglas para
clientes concretos.

En Windows 2003y
versiones anteriores de
Windows, el servicio
Ubicador de llamada a
procedimiento remoto
(RPC) administra la base
de datos de servicio de
nombres de RPC. En
Windows Vistay
versiones posteriores de
Windows, este servicio no
proporciona ninguna
funcionalidad y solo esta
presente por motivos de
compatibilidad con
algunas aplicaciones.

Executes diagnostic
actions for
troubleshooting support

Proporciona
compatibilidad de
infraestructura parael
programa Windows
Insider. Este servicio debe
permanecer habilitado
para el programa
Windows Insider
funcionar.

Agent to hold private
keys used for public key
authentication.

Proporciona
compatibilidad de
infraestructura con
Microsoft Store. Este
servicio se inicia
automaticamentey, si se
desactiva, las
instalaciones remotas no
funcionaran
correctamente.

Procesa las solicitudes de
instalacion, eliminaciony
enumeracion parael
software implementado
mediante la directiva de
grupo. Si se deshabilita el
servicio, no podra
instalar, quitar ni
enumerar el software
implementado mediante
la directiva de grupo.
Ademas, los servicios que
dependan explicitamente
de él no se iniciaran.

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Unknown
\svchost.exe -k
UnistackSvcGroup

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Own Process
\locator.exe

C:\WINDOWS\System32 Share Process
\svchost.exe -k
diagnostics
C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

Share Process

C:\WINDOWS\System32 Own Process
\OpenSSH\ssh-agent.exe

C:\WINDOWS\System32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process

\svchost.exe -k netsvcs -p

Pagina 24

Manual

Disabled

Manual

Manual

Manual

Manual

Manual

Disabled

Manual

Manual

NT
Authority\LocalSer
vice

LocalSystem

NT
Authority\LocalSer
vice

NT
AUTHORITY\Net
workService

LocalSystem

LocalSystem

LocalSystem

LocalSystem

LocalSystem



Aislamiento de
claves CNG

Keylso

Solicitante de
instantaneas de
volumen de Hyper-
\Y

vmicvss

Power Energia

EventLog Registro de
eventos de

Windows

NPSMSvc 3f726  NPSMSvc_3f726

Schedule Programador de

tareas

BrokerInfrastructu Servicio de

re infraestructura de
tareas en segundo
plano

CertPropSvc Propagacion de

certificados

El servicio Aislamiento de
claves CNG se hospeda en
el proceso LSA.
Proporciona aislamiento
de proceso de claves para
las claves privadas y las
operaciones
criptograficas asociadas
segun lo requiere el
Criterio comun. El
servicio almacenay usa
claves de larga duracion
€n un proceso seguro que
cumple los requisitos del
Criterio comun.

Coordina las
comunicaciones que
requieren el uso del
Servicio de instantaneas
de volumen pararealizar
copias de seguridad de las
aplicacionesy los datos de
estamaquinavirtual
desde el sistema
operativo del equipo
fisico.

Administra la directiva de
energiay laentrega de
notificaciones de dicha
directiva.

Este servicio administra
eventosy registros de
eventos. Permite
registrar eventos,
consultar eventos,
suscribirse a eventos,
archivar registros de
eventos y administrar
metadatos de eventos.
Puede mostrar los
eventos en formato XML
y de texto simple. Si se
detiene este servicio,
podria ponerse en peligro
laseguridad y
confiabilidad del sistema.

Permite a un usuario
configurar y programar
tareas automaéticas en
este equipo. El servicio
también hospeda varias
tareas criticas parael
sistema Windows. Si se
detiene o deshabilita este
servicio, estas tareas no
se ejecutaran en sus horas
programadas. Si se
deshabilita este servicio,
no podrd iniciarse ningin
servicio que dependa de
él de forma explicita.

Servicio de
infraestructura de
Windows que controla
qué tareas en segundo
plano se pueden ejecutar
en el sistema.

Copia los certificados de
usuario y certificados raiz
de tarjetas inteligentes en
el almacén de certificados
del usuario actual,
detecta lainsercion de
una tarjetainteligente en
un lector de tarjetas
inteligentesy, sies
necesario, instala el
minicontrolador Plug and
Play para tarjetas
inteligentes.

C:\WINDOWS\system32 Share Process
\Isass.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DcomLaunch -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Unknown
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
DcomLaunch -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs
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VaultSvc

NgcSve

WhioSrvc

UdkUserSvc_3f72
6

XboxNetApiSvc

DcomLaunch

WaaSMedicSvc

RasAuto

cplspcon

Administrador de
credenciales

Microsoft Passport

Servicio
biométrico de
Windows

UdkUserSvc_3f72
6

Servicio de red de
Xbox Live

Iniciador de
procesos de
servidor DCOM

Servicio de
Windows Update
Medic

Administrador de
conexiones
automaticas de
acceso remoto

Intel(R) Content
Protection HDCP
Service

Proporciona un
almacenamiento seguroy
la recuperacion de
credenciales para
usuarios, aplicaciones y
paquetes de servicios de
seguridad.

Proporciona aislamiento
de procesos de claves
criptogréficas usadas para
autenticarse en los
proveedores de
identidades asociados de
un usuario. Si se
deshabilita este servicio,
todos los usos y
administracion de estas
claves dejaran de estar
disponibles, lo cual
incluye el inicio de sesién
de maquinay el inicio de
sesion Unico para
aplicaciones y sitios web.
Este servicio se iniciay
detiene
automaticamente. Es
recomendable no
reconfigurar el servicio.

El Servicio biométrico de
Windows proporciona a
las aplicaciones cliente la
posibilidad de capturar,
comparar, manipular y
almacenar datos
biométricos sin obtener
acceso directo a ninguna
muestra ni hardware
biométricos. El servicio se
hospeda en un proceso
SVCHOST con privilegios.

Servicio de componentes
de Shell

Este servicio presta
soporte ala interfaz de
programacion de
aplicaciones
Windows.Networking.Xb
oxLive.

El servicio
DCOMLAUNCH inicia los
servidores COMy DCOM
enrespuestaalas
solicitudes de activacion
de objetos. Si este servicio
se detiene o se
deshabilita, los programas
que usen COM o DCOM
no funcionaran
correctamente. Por ello,
es muy recomendable que
ejecute el servicio
DCOMLAUNCH.

Habilita la correccién y
proteccion de
componentes de
Windows Update.

Creaunaconexion auna
red remota siempre que
un programa hace
referenciaa un nombre o
direccion DNS o NetBIOS
remoto.

Intel(R) Content
Protection HDCP Service
- enables communication
with Content Protection
HDCP HW

C:\WINDOWS\system32
\Isass.exe

C:\WINDOWS\system32
\svchost.exe -k
LocalSystemNetworkRest
ricted -p

C:\WINDOWS\system32
\svchost.exe -k
WhioSvcGroup

C:\WINDOWS\system32
\svchost.exe -k
UdkSvcGroup

C:\WINDOWS\system32
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32
\svchost.exe -k
DcomLaunch -p

C:\WINDOWS\system32
\svchost.exe -k wusvcs -p

C:\WINDOWS\System32
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32
\DriverStore\FileReposit
ory\igdlh64.inf amd64_d

5877a2e0e6374b6\Intel

CpHDCPSvc.exe
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Dhcp

PcaSvc

WiaRpc

SEMgrSvc

DeviceAssociation
BrokerSvc_3f726

WIlanSvc

PeerDistSvc

Cliente DHCP

Servicio Asistente
parala
compatibilidad de
programas

Eventos de
adquisicion de
imagenes estaticas

Administrador de
pagosy NFC/SE

DeviceAssociation
BrokerSvc_3f726

Configuracion
automatica de
WLAN

BranchCache

Registray actualiza las
direcciones IPy los
registros DNS en este
equipo. Si se detiene este
servicio, el equipo no
recibira direcciones IP
dindmicas ni
actualizaciones de DNS. Si
se deshabilita este
servicio, no se podra
iniciar ningln servicio que
dependa explicitamente
deél.

Este servicio proporciona
soporte al Asistente para
la compatibilidad de
programas (PCA). PCA
supervisa los programas
que instalay ejecuta el
usuario, y detecta
problemas de
compatibilidad conocidos.
Si se detiene este servicio,
PCA no funcionara
correctamente.

Inicia aplicaciones
asociadas con eventos de
adquisicion de imagenes
estaticas.

Administralos pagosy la
transmision de datos en
proximidad (NFC) basada
en elementos seguros.

Enables apps to pair
devices

El servicio WLANSVC
proporciona la I6gica
necesaria para configurar,
detectar, conectarse y
desconectarse de unared
de area local inalambrica
(WLAN), tal y como se
define en los estandares
IEEE 802.11. También
incluye la I6gica necesaria
para convertir el equipo
en un punto de acceso de
software de modo que
otros dispositivos puedan
conectarse a él de forma
inaldmbrica mediante un
adaptador de WLAN
compatible. Detener o
deshabilitar el servicio
WLANSVC hara que
todos los adaptadores de
WLAN del equipo sean
inaccesibles desde la
interfaz de usuario de red
de Windows. Se
recomienda
encarecidamente
mantener el servicio
WLANSVC en ejecucion si
el equipo dispone de un
adaptador de WLAN.

Este servicio almacena en
caché el contenido de la
red de los sistemas del
mismo nivel de la subred
local.

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Own Process

\svchost.exe -k
LocalService -p

C:A\WINDOWS\system32 Unknown
\svchost.exe -k
DevicesFlow -p

C:\WINDOWS\system32 Own Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k PeerDist

Pagina 27

Automatic

Automatic

Manual

Manual

Manual

Automatic

Manual

NT
Authority\LocalSer
vice

LocalSystem

LocalSystem

NT
AUTHORITY\Local
Service

LocalSystem

NT
AUTHORITY\Net
workService



WwanSvc

PNRPsvc

FMAPOQOService

WalletService

FrameServerMonit
or

AxInstSV

p2pimsvc

Configuracion
automatica de
WWAN

Protocolo de
resolucién de
nombres de mismo
nivel

Fortemedia APO
Control Service

WalletService

Monitor del
servidor de marco
de laCamarade
Windows

Instalador de
ActiveX (AxInstSV)

Administrador de
identidad de redes
de mismo nivel

Este servicio administra
conexiones y adaptadores
de médulos
incrustados/de tarjeta de
datos (GSMy CDMA) de
banda ancha movil
mediante la configuracién
automatica de redes. S
recomienda
encarecidamente
mantener este servicio en
ejecucion para obtener
una mejor experiencia de
usuario de los dispositivos
de banda ancha movil.

Habilita la resolucion de
nombres del mismo nivel
sin servidor a través de
Internet mediante el
Protocolo de resolucion
de nombres de mismo
nivel (PNRP). Si se
deshabilita, algunas
aplicaciones de
colaboraciony de punto a
punto, como Asistencia
remota, pueden dejar de
funcionar.

Fortemedia APO Control
Service

Almacena objetos usados
por los clientes de la
cartera

Supervisa el estadoy el
estado del servicio de
servidor de trama de
camara de Windows.

Proporciona validacion de
Control de cuentas de
usuario para la instalacion
de controles ActiveX
desde Internety habilita
la administracion de la
instalacion de controles
ActiveX basadaen la
configuracién de directiva
de grupo. Este servicio se
inicia a peticion Yy, si se
deshabilita, la instalacion
de controles ActiveX se
realizard segun la
configuracion
predeterminada del
explorador.

C:\WINDOWS\system32
\svchost.exe -k

LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32
\svchost.exe -k
LocalServicePeerNet

C:\WINDOWS\System32
\FMService64.exe

C:\WINDOWS\System32
\svchost.exe -k appmodel
-p
C:\WINDOWS\System32
\svchost.exe -k
CameraMonitor

C:\WINDOWS\system32
\svchost.exe -k
AXxInstSVGroup

Share Process

Share Process

Own Process

Share Process

Own Process

Share Process

Proporcionaserviciosde C:\WINDOWS\System32 Share Process

identidad para los
servicios de Protocolo de
resolucién de nombres de
mismo nivel (PNRP)y
Agrupacion de punto a
punto. Si se deshabilita, es
posible que los servicios
de Protocolo de
resolucién de nombres de
mismo nivel (PNRP)y
Agrupacion de punto a
punto no funcioneny que
algunas aplicaciones,
como Grupo Hogary
Asistencia remota, no
funcionen correctamente.

\svchost.exe -k
LocalServicePeerNet
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NgcCtnrSvc

SENS

AvastAvWrapper

ScDeviceEnum

BthAvctpSvc

SvsvC

XboxGipSvc

MozillaMaintenan

ce

ManageEngine
UEMS - Remote
Control

SensorService

avast! Tools

Contenedor de

Microsoft Passport

Servicio de
notificacion de

eventos de sistema

Avast Business
CloudCare -
AvastAvWrapper

Servicio de
enumeracion de
dispositivos de

tarjeta inteligente

Servicio AVCTP

Comprobador
puntual

Xbox Accessory
Management
Service

Mozilla
Maintenance
Service

ManageEngine
UEMS - Remote
Control

Servicio de
sensores

Avast Tools

Administra claves de
identidad de usuario
locales para autenticar al
usuario en proveedores
de identidad, asi como
tarjetas inteligentes
virtuales del TPM. Si se
deshabilita este servicio,
no se podra acceder alas
claves de identidad de
usuario localesy las
tarjetas inteligentes
virtuales del TPM. Te
recomendamos gue no
configures este servicio.

Supervisa los eventos de
sistemay notifica a los
suscriptores del sistema
de eventos COM+ de
estos eventos.

Avast Business
CloudCare -
AvastAvWrapper

Creanodos de
dispositivos de software
paratodos los lectores de
tarjetas inteligentes
accesibles a una sesion
determinada. Si se
deshabilita este servicio,
las APl de WInRT no
podran enumerar los
lectores de tarjetas
inteligentes.

Este es el servicio de
protocolo de transporte
de control de audio y
video

Comprueba posibles
dafios en el sistema de
archivos.

This service manages
connected Xbox
Accessories.

El servicio de
mantenimiento de Mozilla
asegura que tengas la
Ultimay més segura
version de Mozilla Firefox
en el computador.
Mantener Firefox al dia es
muy importante para tu
seguridad en linea, y
Mozilla recomienda
encarecidamente que
mantengas este servicio
activado.

ManageEngine UEMS -
Remote Control

Servicio para sensores
gue administra diferentes
funciones de sensor.
Administra la orientacién
de dispositivo simple
(SDO)y el historial de los
sensores. Carga el sensor
SDO que notifica cambios
en la orientacién del
dispositivo. Si se detiene o
deshabilita este servicio,
el sensor SDO no se carga
y no funciona la rotacion
automatica. También se
detiene la recopilacién de
historial de los sensores.

Manages and implements
avast Tools services for
this computer.

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

"C:\Program Files Own Process
(X8B)\AVAST
Software\Business

Agent\AvWrapper.exe"

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

"C:\Program Files Own Process
(x86)\Mozilla

Maintenance

Service\maintenanceservi

ce.exe"

"C:\Program Files Own Process
(x86)\DesktopCentral_Ag

ent\bin\dcrdservice.exe"

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

"C:\Program Files\Avast  Share Process
Software\Avast\aswTools

Svc.exe" /runassvc
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SamSs

bthserv

vmickvpexchange

ApplDSvc

SharedRealitySvc

nsi

PerfHost

Administrador de
cuentas de
seguridad

Servicio de
compatibilidad con
Bluetooth

Servicio de
intercambio de
datos de Hyper-V

Identidad de
aplicacion

Servicio de datos
espacial

Servicio Interfaz
de
almacenamiento
enred

DLL de host del
Contador de
rendimiento

Elinicio de este servicio
indica a otros servicios
que el Administrador de
cuentas de seguridad
(SAM) esta listo para
aceptar solicitudes. Si
deshabilita este servicio,
impedira que se notifique
aotros servicios del
sistema cuando esta listo
SAM, lo que a su vez
puede provocar un error
de inicio de dichos
servicios. No debe
deshabilitar este servicio.

El servicio Bluetooth
admite la detecciony la
asociacion de dispositivos
Bluetooth remotos. Si el
servicio se detiene o
deshabilita, puede que los
dispositivos Bluetooth ya
instalados dejen de
funcionar correctamente
y no se puedan detectar ni
asociar dispositivos
nuevos.

Ofrece un mecanismo
para intercambiar datos
entre lamaquinavirtual y
el sistema operativo que
se ejecuta en el equipo
fisico.

Determinay comprueba
laidentidad de una
aplicacion. Si se
deshabilita este servicio,
no se aplicara AppLocker.

Este servicio se usa para
los escenarios de
percepcion espacial

Este servicio entrega
notificaciones de red (por
ejemplo, interfaces
agregadas/eliminadas,
etc.) alos clientes en
modo usuario. Si se
detiene este servicio, se
perdera la conectividad
de lared. Si se deshabilita
este servicio, no se
iniciard ningln servicio
que dependa de él de
forma explicita.

Habilita a los usuarios
remotos y los procesos de
64-bits consultar con los
contadores de
rendimiento
proporcionados por las
DLLs de 32-bits. Si este
servicio se detuviera, solo
los usuarios locales y los
procesos de 32-bits
podran consultar con los
contadores de
rendimiento
proporcionados por las
DLLs de 32-bits.

C:\WINDOWS\system32 Share Process
\Isass.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalService -p

C:\WINDOWS\system32
\svchost.exe -k
LocalService -p

Share Process

C:\WINDOWS\SysWow6 Own Process
A\perfhost.exe
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WinRM

edgeupdate

SgrmBroker

vmicvmsession

ALG

DispBrokerDeskto
pSvc

Administracién
remotade
Windows (WS-
Management)

Microsoft Edge
Update Service
(edgeupdate)

Agente de
supervision en
tiempo de
ejecucién de
Proteccién del
sistema

Servicio
PowerShell Direct
de Hyper-V

Servicio de puerta
de enlace de nivel
de aplicacion

Mostrar el servicio
de directivas

El servicio Administracion C:\WINDOWS\System32 Share Process

remota de Windows
(WinRM) implementael
protocolo WS-
Management para la
administracion remota.
WS-Management es un
protocolo estandar de
servicios web usado para
la administracién remota
de software y hardware.
El servicio WinRM
escuchasolicitudes de
WS-Managementy las
procesaen lared. Paratal
fin, debe configurarse con
una escucha que use la
herramienta de linea de
comandos winrm.cmd o a
través de la directiva de
grupo. El servicio WinRM
ofrece acceso a los datos
WMy, siestaen
ejecucion, permite la
recopilaciony suscripcion
aeventos. Los mensajes
WinRM usan HTTPy
HTTPS como transporte.
El servicio WinRM no
depende de IIS pero esta
preconfigurado para
compartir un puerto con
11S en el mismo equipo. El
servicio WinRM reserva
el prefijo de URL /wsman.
Paraevitar conflictos con
11S, los administradores
deben asegurarse de que
ningun sitio web
hospedado en 11S use el
prefijo de URL /wsman.

Mantiene actualizado el
software de Microsoft. Si
este servicio esta
deshabilitado o se
detiene, el software de
Microsoft no se
actualizarg, lo que
significa que no se podran
corregir las
vulnerabilidades que
puedan surgir y es posible
que las caracteristicas no
funcionen. Este servicio
desinstalara cuando el
software de Microsoft no
lo esté usando.

Supervisay certifica la
integridad de la
plataforma Windows.

Proporciona un
mecanismo para
administrar lamaquina
virtual con PowerShell a
través de una sesion de
méquina virtual sin una
red virtual.

Proporciona
compatibilidad entre los
complementos de
protocolo de tercerosy la
Conexioén compartida a
Internet

Administra la conexiony
la configuracion de las
pantallas locales y
remotas

\svchost.exe -k
NetworkService -p

"C:\Program Files Own Process
(x86)\Microsoft\EdgeUpd
ate\MicrosoftEdgeUpdat

e.exe" /svc

C:\WINDOWS\system32 Own Process
\SgrmBroker.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\System32 Own Process
\alg.exe

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p
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Ifsvc Servicio de
geolocalizacion

ImControllerServic System Interface
e Foundation
Service

WEPHOSTSVC Servicio host de
proveedor de
cifrado de
Windows

CscService Archivos sin
conexién

TrustedInstaller Instalador de
médulos de
Windows

WMPNetworkSvc  Servicio de uso
compartido de red
del Reproductor de
Windows Media

Este servicio supervisala C:\WINDOWS\system32 Share Process
ubicacién actual del \svchost.exe -k netsvcs -p
sistemay administra

geovallas (ubicacién

geografica con eventos

asociados). Si desactiva

este servicio, las

aplicaciones no podran

usar ni recibir

notificaciones de

geolocalizacién o

geovallas.

The Lenovo System C:\WINDOWS\Lenovo\l Own Process
Interface Foundation mController\Service\Len

Service provides ovo.Modern.ImController

interfaces for key .exe

features such as: system
power management,
system optimization,
driver and application
updates, and system
settings to Lenovo
applications including
Lenovo Companion,
Lenovo Settings and
Lenovo ID. If you disable
this service, Lenovo
applications will not work

properly.

El servicio host de C:\WINDOWS\system32 Share Process
proveedor de cifradode  \svchost.exe -k

Windows sirve como WepHostSvcGroup

intermediario para
proporcionar
funcionalidades de
cifrado de proveedores de
cifrado de terceros a los
procesos que necesitan
evaluary aplicar
directivas EAS. Silo
detiene, se veran
afectadas las
comprobaciones de
cumplimiento de EAS que
han establecido las

cuentas de correo

conectadas

El servicio de archivos sin  C:\WINDOWS\System32 Share Process
conexion realiza \svchost.exe -k

actividades de LocalSystemNetworkRest
mantenimiento en la ricted -p

caché de archivos sin
conexion, responde a
eventos de inicioy cierre
de sesidn del usuario,
implementa la
informacion internade la
API publicay procesa
eventos interesantes para
los interesados en las
actividades de archivos
sin conexién y los cambios
de estado de la caché.

Habilita la instalacién, C:\WINDOWS\servicing\  Own Process
modificacion y TrustedInstaller.exe
eliminacién de

actualizacionesy

componentes opcionales

de Windows. Si este

servicio esta

deshabilitado, es posible

que no se puedan instalar

o desinstalar

correctamente las

actualizaciones de

Windows en este equipo.

Comparte las bibliotecas "C:\Program Own Process
del Reproductor de Files\Windows Media

Windows Media con Player\wmpnetwk.exe"

otros dispositivos

multimedia y

reproductores en red

mediante Plug and Play

universal.

Pagina 32

Manual

Automatic

Manual

Manual

Manual

Manual

LocalSystem

LocalSystem

NT
AUTHORITY\Local
Service

LocalSystem

localSystem

NT
AUTHORITY\Net
workService



tzautoupdate

ProfSvc

RasMan

UserDataSvc_3f72
6

swprv

ApHidMonitorServ
ice

DiagTrack

PrintWorkflowUse PrintWorkflowUse

rSvc_3f726

Actualizador de
zona horaria
automatica

Servicio de perfil
de usuario

Administrador de
conexiones de
acceso remoto

UserDataSvc_3f72
6

Proveedor de
instantaneas de
software de
Microsoft

Alps HID Monitor
Service

Experiencias del
usuarioy
telemetria
asociadas

rSvc_3f726

Establece la zona horaria
del sistema
automaticamente.

Este servicio es
responsable de cargar y
descargar los perfiles de
usuario. Si se detiene o se
deshabilita, los usuarios
no podran iniciar ni cerrar
la sesion, las aplicaciones
pueden experimentar
problemas para obtener
los datos de los usuarios y
no recibiran
notificaciones de eventos
de perfil los componentes
registrados para
recibirlas.

Administra conexiones de
acceso telefénico y de red
privada virtual (VPN)
desde este equipo a
Internet u otras redes
remotas. Si se deshabilita
este servicio, no se
iniciard ningln otro
servicio que dependa de
forma explicita de él.

Proporcionaalas
aplicaciones acceso a
datos de usuario
estructurados, incluida
informacion de contacto,
calendarios, mensajes y
otro contenido. Si
detienes o deshabilitas
este servicio, puede que
las aplicaciones que usen
estos datos no funcionen
correctamente.

Administra instantaneas
de volumen basadas en
software y tomadas por el
Servicio de instantaneas
de volumen. Si se detiene
el servicio, no se podran
administrar las
instantaneas de volumen
basadas en software. Si se
deshabilita el servicio, se
producira un error al
iniciar cualquierade los
servicios que dependen
explicitamente de él.

Monitor HID device for
Alps

El servicio Experiencias
del usuario y telemetria
asociadas proporciona
caracteristicas
compatibles con las
experiencias del usuario
conectado y en aplicacion.
Ademas, este servicio
administra la transmision
y coleccién basada en
eventos de informacién
de uso y diagnostico (que
se usa para mejorar la
experienciay la calidad de
la plataforma Windows)
cuando la configuracién
de la opcion de privacidad
de usoy diagnostico esta
habilitada en
Comentariosy
diagnosticos.

Proporciona
compatibilidad para las
aplicaciones de flujo de
trabajo de impresion. Si
desactiva este servicio, es
posible que no pueda
imprimir correctamente.

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\System32 Share Process
\svchost.exe -k netsvcs

C:\WINDOWS\system32 Unknown
\svchost.exe -k
UnistackSvcGroup

C:\WINDOWS\System32 Own Process
\svchost.exe -k swprv

C:\WINDOWS\system32 Own Process
\Alps\GlidePoint\HidMon
itorSvc.exe

C:\WINDOWS\System32 Own Process
\svchost.exe -k utcsvc -p

C:\WINDOWS\system32 Unknown
\svchost.exe -k
PrintWorkflow
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GraphicsPerfSvc

edgeupdatem

IKEEXT

mpssvc

ClickToRunSvc

GraphicsPerfSvc

Microsoft Edge
Update Service
(edgeupdatem)

Médulos de
creacion de claves
de IPsec paraIKEy
AuthIP

Firewall de
Windows
Defender

Servicio Hacer clic
y ejecutar de
Microsoft Office

Graphics performance
monitor service

Mantiene actualizado el
software de Microsoft. Si
este servicio esta
deshabilitado o se
detiene, el software de
Microsoft no se
actualizara, lo que
significa que no se podran
corregir las
vulnerabilidades que
puedan surgir y es posible
gue las caracteristicas no
funcionen. Este servicio
desinstalara cuando el
software de Microsoft no
lo esté usando.

El servicio IKEEXT
hospeda los médulos de
creacién de claves de
Intercambio de claves por
red (IKE) y protocolo de
Internet autenticado
(AuthlP). Estos modulos
de creacion de claves se
usan para la autenticacion
y el intercambio de claves
en el protocolo de
seguridad de Internet
(IPsec). Si se detiene o
deshabilita el servicio
IKEEXT, se deshabilitara
el intercambio de claves
IKE y AuthlP con equipos
del mismo nivel.
Normalmente, IPsec esta
configurado para usar IKE
o AuthlP; es posible que
detener o deshabilitar el
servicio IKEEXT
provoque errores de
IPsec y ponga en peligro
la seguridad del sistema.
Se recomienda ejecutar el
servicio IKEEXT.

Firewall de Windows
Defender ayuda a
proteger su equipo al
impedir que los usuarios
no autorizados obtengan
acceso a su equipo a
través de Internetoen
unared.

Administrala
coordinacioén de recursos,
la descarga en segundo
planoy laintegracién de
los productos de
Microsoft Office y de las
actualizaciones
relacionadas. Este
servicio debe estar
iniciado durante el uso de
cualquier programa de
Microsoft Office, durante
lainstalacion inicial de la
descargay durante el
resto de actualizaciones
subsiguientes.

C:\WINDOWS\System32 Share Process
\svchost.exe -k
GraphicsPerfSvcGroup

"C:\Program Files
(x86)\Microsoft\EdgeUpd
ate\MicrosoftEdgeUpdat
e.exe" /medsvc

Own Process

C:\WINDOWS\system32 Share Process
\svchost.exe -k netsvcs -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalServiceNoNetworkF

irewall -p

"C:\Program Own Process
Files\Common

Files\Microsoft
Shared\ClickToRun\Offic
eClickToRun.exe"

/service
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EventSystem

Fax

AppReadiness

msiserver

netprofm

TapiSrv

Sense

DevicePickerUser
Svc_3f726

PenService_3f726

Sistema de eventos Admite el Servicio de

COM+

Fax

Preparacion de
aplicaciones

Windows Installer

Servicio de lista de
redes

Telefonia

Servicio de
Proteccién contra
amenazas
avanzada de
Windows
Defender

DevicePickerUser
Svc_3f726

PenService_3f726

notificacion de eventos
del sistema (SENS), que
proporciona la
distribucién automatica
de eventos alos
componentes del Modelo
de objetos componentes
(COM). Si se detiene este
servicio, SENS se cerrara
y no podra ofrecer
notificaciones de inicio ni
de cierre de sesion. Si se
deshabilita el servicio, no
se podrainiciar ningun
servicio que dependa
especificamente de él.

Le permite enviary
recibir faxes, con los
recursos disponibles en
este equipo o en lared.

Preparar las aplicaciones
para que se usen por
primera vez cuando un
usuario inicie sesion en
este equipoy al agregar
nuevas aplicaciones.

Agrega, modificay quita
aplicaciones
proporcionadas como
paquetes de Windows
Installer (*.msi, *.msp,
*.appXx). Si se deshabilita
este servicio, no se podra
iniciar ninguno de los
servicios que dependan
explicitamente de él.

Identifica las redes a las
gue se conectd el equipo,
recopilay almacena las
propiedades de estas
redesy notifica alas
aplicaciones cuando estas
propiedades cambian.

Ofrece compatibilidad
con la API de telefonia
(TAPI) para programas
que controlan
dispositivos de telefonia
enel equipolocaly, a
travésde laLAN, en
servidores que también
usan el servicio.

El servicio de Proteccién
contraamenazas
avanzada de Windows
Defender ayuda a
proteger contralas
amenazas avanzadas
mediante la supervision y
la generacion de informes
de eventos de seguridad
que se produzcan en el
equipo.

Este servicio de usuario
se utiliza para administrar
laIU de Miracast, DLNA Yy
DIAL

Servicio de lapiz

C:\WINDOWS\system32
\svchost.exe -k
LocalService -p

C:\WINDOWS\system32
\fxssvc.exe

C:\WINDOWS\System32
\svchost.exe -k
AppReadiness -p

C:\WINDOWS\system32
\msiexec.exe /V

C:\WINDOWS\System32
\svchost.exe -k netprofm

P

C:\WINDOWS\System32
\svchost.exe -k
NetworkService -p

"C:\Program
Files\Windows Defender
Advanced Threat
Protection\MsSense.exe"

C:\WINDOWS\system32
\svchost.exe -k
DevicesFlow

C:\WINDOWS\system32
\svchost.exe -k
PenService
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sppsvc

Proteccién de
software

AvastWscReporter AvastWscReporter

Clipsvc

WdNisSvc

DevQueryBroker

AppVClient

NlaSvc

icssvc

QWAVE

Servicio de licencia
de cliente
(ClipsVC)

Servicio de
inspeccion de red
de Antivirus de
Microsoft
Defender

Agente de
deteccion en
segundo plano de
DevQuery

Microsoft App-V
Client

Reconocimiento de
ubicacién de red

Servicio de zona
con cobertura
inalambrica movil
de Windows
Experiencia de
calidad de audioy
video de Windows
(gWave)

Habilita la descarga,
instalacion y aplicacion de
licencias digitales para
Windows y aplicaciones
para Windows. Si el
servicio esta
deshabilitado, es posible
que el sistema operativo y
las aplicaciones bajo
licencia se ejecuten en
modo de notificacion. Es
muy recomendable no
deshabilitar el servicio de
proteccion de software.

Proporciona
compatibilidad con
infraestructura para
Microsoft Store. Este
servicio se iniciaa
peticiény, si se
deshabilita, las
aplicaciones compradas
en la Tienda Windows no
funcionaran
correctamente.

Ayuda a proteger contra
intentos de intrusién
dirigidos a
vulnerabilidades
conacidas o
recientemente
descubiertas en
protocolos de red

Permite a las aplicaciones
detectar dispositivos con
una tarea en segundo
plano

Manages App-V users and
virtual applications

Recopilay almacena
informacion de
configuracion de laredy
notifica a los programas
cuando esta informacion
se modifica. Si se detiene
este servicio, es posible
que lainformacion de
configuracion no esté
disponible. Si se
deshabilita este servicio,
no se iniciara ninglin
servicio que dependa de
él de forma explicita.

Permite compartir una
conexion de datos
maoviles con otro
dispositivo.

Experiencia de calidad de
audio y video de Windows
(gqwWave) es una
plataforma de red para
aplicaciones de
transmision de audio y
video (AV) por secuencias
en redes domésticas IP.
gWave mejorael
rendimientoy
confiabilidad de la
transmision de AV por
secuencias al garantizar la
calidad de servicio (QoS)
para aplicaciones de AV
en lared. Proporciona
mecanismos para control
de admisién, supervision y
cumplimiento en tiempo
de ejecucién, recopilacion
de comentarios acerca de
aplicacionesy
establecimiento de la
prioridad del trafico.

C:\WINDOWS\system32 Own Process
\sppsvc.exe

"C:\Program Files\Avast Own Process
Software\Avast\wsc_prox
y.exe" /runassvc

/rpcserver

C:\WINDOWS\System32 Share Process
\svchost.exe -k wsappx -p

"C:\ProgramData\Micros Own Process
oft\Windows

Defender\Platform\4.18.
2203.5-0\NisSrv.exe"

C:\WINDOWS\system32 Share Process
\svchost.exe -k
LocalSystemNetworkRest

ricted -p

C:\WINDOWS\system32 Own Process
\AppVClient.exe

C:\WINDOWS\System32 Share Process
\svchost.exe -k netprofm

P

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceNetworkRes

tricted -p

C:\WINDOWS\system32 Share Process
\svchost.exe -k

LocalServiceAndNolmper

sonation -p
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PNRPAutoReg Servicio de Este servicio publicaun ~ C:\WINDOWS\System32 Share Process Manual NT

publicacion de nombre de equipoconel \svchost.exe -k AUTHORITY\Local
nombres de equipo Protocolo de resolucién  LocalServicePeerNet Service
PNRP de nombres de mismo

nivel. La configuracion se
administra con el
contexto netsh "p2p pnrp
peer".

Grupos del sistema (22)

[¢]
- OK  --

IUSR S-1-5-17

INTERACTIVE - S-1-5-4 oK -
Usuarios autentificados -- S-1-5-11 oK  --
Propietarios del dispositivo Los miembros de este S-1-5-32-583 OK  --

grupo pueden cambiar la
configuracion de todo el

sistema.
System Managed Accounts Los miembros de este S-1-5-32-581 OK  DESKTOP-RPM370OM\DefaultAccount
Group grupo los administrael

sistema.
Usuarios Los usuarios no pueden S-1-5-32-545 OK -

hacer cambios accidentales
o intencionados en el
sistemay pueden ejecutar
la mayoria de aplicaciones

Usuarios COM distribuidos Los miembros pueden S-1-5-32-562 OK -
iniciar, activar y usar
objetos de COM
distribuido en este equipo.

Usuarios avanzados Los usuarios avanzadosse  S-1-5-32-547 oK  --

incluyen parala
compatibilidad con
versiones anteriores y
poseen derechos
administrativos limitados

Usuarios de administracién Los miembros de este S-1-5-32-580 oK -
remota grupo pueden acceder a los

recursos de WMI mediante

protocolos de

administracion (como WS-

Management a través del

servicio Administracion

remota de Windows). Esto

se aplica solo a los espacios

de nombres de WMI que

conceden acceso al

usuario.
Usuarios de escritorio A los miembros de este S-1-5-32-555 OK -
remoto grupo se les concede el

derecho de iniciar sesion

remotamente
Usuarios del monitor de Los miembros de este S-1-5-32-558 OK -
sistema grupo tienen acceso a los

datos del contador de
rendimiento de forma local

y remota
Usuarios del registro de Los miembros de este S-1-5-32-559 OK -
rendimiento grupo pueden programar

contadores de registroy
rendimiento, habilitar
proveedores de
seguimiento y recopilar
seguimientos de eventos
localmente y a través del
acceso remoto a este
equipo

Administradores Los administradores tienen S-1-5-32-544 OK  DESKTOP-RPM370M\Soporte, DESKTOP-
acceso completoy sin RPM370M\Administrador
restricciones al equipo o
dominio
11S_IUSRS Grupo integrado usado por S-1-5-32-568 OK -
Internet Information
Services.

Administradores de Hyper- Los miembros de este S-1-5-32-578 oK -
\Y, grupo tienen acceso

completoy sin

restricciones a todas las

caracteristicas de Hyper-V.
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Duplicadores Pueden replicar archivos ~ S-1-5-32-552 OK -
en un dominio

Invitados De forma predeterminada, S-1-5-32-546 OK  DESKTOP-RPM37O0M\Invitado
los invitados tienen el
mismo acceso que los
miembros del grupo
Usuarios, excepto la cuenta
de invitado que tiene mas
restricciones

Operadores de asistencia  Los miembros de este S-1-5-32-579 OK -
de control de acceso grupo pueden consultar de

forma remota los atributos

de autorizaciony los

permisos para los recursos

de este equipo.

Operadores criptogréaficos Los miembros tienen S-1-5-32-569 OK -
autorizacion pararealizar
operaciones criptogrficas.

Lectores del registro de Los miembros de este S-1-5-32-573 OK -
eventos grupo pueden leer

registros de eventos del

equipo local.
Operadores de Los miembros en este S-1-5-32-556 OK -
configuracion de red equipo pueden tener

algunos privilegios
administrativos para
administrar la
configuracion de las
caracteristicas de lared

Operadores de copia de Los operadores de copiade S-1-5-32-551 OK -
seguridad seguridad pueden invalidar

restricciones de seguridad

con el Gnico proposito de

hacer copias de seguridad o

restaurar archivos.

Usuarios del sistema (5)

Nombre |Tipode [Leyenda [Descripcion |Dominio Estado
cuenta

DefaultAc Normal DESKTOP Cuentade DESKTOP- -- S-1-5-21- User Degrade Si Si No Si No No
count Account - usuario RPM370M 573289516- d
RPM370 administrada 2952516341-
M\Default por el sistema. 3748218160-
Account 503
Invitado Normal DESKTOP Cuenta DESKTOP- -- S-1-5-21- User Degrade Si Si No No No No
Account - integrada para RPM370M 573289516- d
RPM370 elacceso 2952516341-
M\Invitad como invitado 3748218160-
o] al equipo o 501
dominio
WDAGUti Normal DESKTOP Unacuentade DESKTOP- -- S-1-5-21- User Degrade Si Si No Si Si Si
lityAccoun Account - usuarioqueel RPM370M 573289516- d
t RPM370 sistema 2952516341-
M\WDAG administray 3748218160-
UtilityAcc usapara 504
ount escenarios de
Proteccién de
aplicaciones
de Windows
Defender.
Soporte  Normal DESKTOP -- DESKTOP- -- S-1-5-21- User OK No Si No Si No No
Account - RPM370M 573289516-
RPM370 2952516341-
M\Soport 3748218160-
e 1001
Administr Normal DESKTOP Cuenta DESKTOP- -- S-1-5-21- User Degrade Si Si No Si No Si
ador Account - integrada para RPM370M 573289516- d
RPM370 la 2952516341-
M\Admini administracié 3748218160-
strador ndel equipo o 500
dominio

Usos compartidos del sistema (0)
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Detalles del hardware

TPM (1)

fabricante

Mother Board (1)

Motherboard

rdware

Descripcion Fabricante Estado del
dispositivo
Si Si --

Nombre de Fabricante En propiedad |Activado
hardware

Nombre de

INTC

Habilitada Version de
especificacion

Fabricante

Estado del dispositivo

Descripcion

Physical Memory (2)

Memoria fisica

LENOVO

OK

Motherboard

Cantidad total de RAM disponible

Ubicacion

Cantidad de ranuras disponibles

Ranuras utilizadas

Battery (1)
L17L2PB1

20GB
System board or motherboard

2
Ranura Tipo de Memoria |Memoria Velocidad Etiqueta de banco
disponible

ChannelA-
DIMMO

ChannelB-
DIMMO

Unknown

Unknown

4GB

16 GB

2400MHz

2667MHz

BANK O

BANK 2

Fabricante

Estado del dispositivo

Descripcion

Printer (8)

Nombre de
hardware

ombre de

redeterminada |hardware

Unknown

Microsoft

Si

Unknown

Microsoft

- PORTPROMPT:
Microsoft XPS

Document

Writer

System User No

Network Adapter (8)

System User
Soporte

Microsoft Print
to PDF

System User

Impresora local

Unknown

OK

Internal Battery

No
Impresora local
PORTPROMPT:

Si

Unknown

Microsoft

OneNote
(Desktop)

Fax
Unknown
Microsoft

Microsoft Print
to PDF

System User

Soporte
nul:

SHRFAX:

System User
Soporte
PORTPROMPT:

No

Impresora local

No
Impresora local

Microsoft XPS
Document
Writer

Unknown
Microsoft

Microsoft

Fax
Unknown
Microsoft

PORTPROMPT:

System User
Impresora local

nul:

bricante Nombre de Descripcion Fabricante Tipode Estado del Connected User
puerto impresora dispositivo
Impresora -
p

Impresora local

SHRFAX:

System User
Impresora local

No
Unknown

Microsoft

[00000000] Cisco AnyConnect Secure Mobility Client Virtual Miniport Adapter for Windows x64

Fabricante

Estado del dispositivo

Descripcion
Direccion MAC
Direccion IP

Cisco Systems
Unknown
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Dominio DNS --
Nombre del host de DNS --
Orden de busqueda de servidor DNS --
Principal false
DHCPEnabled false
DHCPLeaseObtained --
DHCPLeaseExpires --
DHCPServer --
Pasarela IP predeterminada --
Subred IP --

[00000001] Fortinet Virtual Ethernet Adapter (NDIS 6.30)

Fabricante Fortinet

Estado del dispositivo Unknown
Descripcion --

Direccion MAC 00:09:0F:FE:00:01
Direccién IP --

Dominio DNS -

Nombre del host de DNS -
Orden de busqueda de servidor DNS --
Principal false
DHCPEnabled true
DHCPLeaseObtained --
DHCPLeaseExpires ==
DHCPServer -
Pasarela IP predeterminada -
Subred IP --

[00000002] Fortinet SSL VPN Virtual Ethernet Adapter

Fabricante Fortinet Inc.
Estado del dispositivo Unknown
Descripcion -
Direccion MAC -
Direccion IP --
Dominio DNS --
Nombre del host de DNS --

Orden de busqueda de servidor DNS -
Principal false
DHCPEnabled true
DHCPLeaseObtained --
DHCPLeaseExpires -
DHCPServer -
Pasarela IP predeterminada -

Subred IP --

[00000003] PPPoP WAN Adapter

Fabricante Fortinet Inc.
Estado del dispositivo Unknown
Descripcion --

Direccion MAC -

Direccion IP --

Dominio DNS --

Nombre del host de DNS --

Orden de busqueda de servidor DNS --

Principal false
DHCPEnabled false
DHCPLeaseObtained --
DHCPLeaseExpires --
DHCPServer --

Pasarela IP predeterminada --
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Subred IP

[00000005] Realtek PCle GbE Family Controller

Fabricante

Estado del dispositivo
Descripcion

Direccion MAC

Direccién IP

Dominio DNS

Nombre del host de DNS
Orden de busqueda de servidor DNS
Principal

DHCPEnabled
DHCPLeaseObtained
DHCPLeaseExpires
DHCPServer

Pasarela IP predeterminada
Subred IP

Realtek
Unknown

9C:5A:44:15:7A:1A

[00000007] Bluetooth Device (Personal Area Network)

Fabricante

Estado del dispositivo
Descripcion

Direccion MAC

Direccion IP

Dominio DNS

Nombre del host de DNS
Orden de busqueda de servidor DNS
Principal

DHCPEnabled
DHCPLeaseObtained
DHCPLeaseExpires
DHCPServer

Pasarela IP predeterminada
Subred IP

[00000008] Intel(R) Dual Band Wireless-AC 3165

Fabricante

Estado del dispositivo
Descripcion
Direccion MAC
Direccion IP

Dominio DNS

Nombre del host de DNS

Orden de busqueda de servidor DNS
Principal

DHCPEnabled
DHCPLeaseObtained
DHCPLeaseExpires

DHCPServer

Pasarela IP predeterminada

Subred IP

Microsoft
Unknown

98:3B:8F:4E:25:E0

Intel Corporation
Unknown
98:3B:8F:4E:25:DC

192.168.4.20, fe80::2453:62a8:20a:8232, fd1f:9231:9be7:1:68a0:198d:f772:4c70,
fd1f:9231:9be7:1:2453:62a8:20a:8232

DESKTOP-RPM370M

192.168.1.254

false

true

ago 8,2022 08:29 PM

ago 9,202212:13 AM

192.168.4.1

192.168.4.1, fe80::c236:53ff:fe53:518d
255.255.252.0, 64, 128,64

[00000019] VirtualBox Host-Only Ethernet Adapter

Fabricante

Estado del dispositivo
Descripcion
Direccion MAC
Direccion IP

Dominio DNS

Oracle Corporation
Unknown

0A:00:27:00:00:15
192.168.56.1, fe80::5885:99e5:e7bf:a000
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Nombre del host de DNS DESKTOP-RPM370M
Orden de busqueda de servidor DNS --

Principal true

DHCPEnabled false
DHCPLeaseObtained --

DHCPLeaseExpires --

DHCPServer --

Pasarela IP predeterminada --

Subred IP 255.255.255.0, 64

Desktop Monitor (1)

Nombrede |Fabricante |Anchurade la|Pixeles/pulga | Namero de
hardware pantalla das verticales [serie

Pixeles/pulga [Descripcion |Fabricante |Alturadela |Estado del
das pantalla dispositivo
horizontales

Tipo de mbre de (Standard
Monitor dware monitor
types)

Serial Port (2)
Nombre de Fabricante Fabricante Estado del Velocidad maxima |Descripcion Datos binarios
hardware dispositivo en baudios transferidos

ID de dispositivo Nombre de Unknown 9600bits/segundo
hardware

-- true COM3 Serie estandar Unknown
sobre el vinculo
Bluetooth (COM3)

USB Hub (1)

Unknown OK -- USB Composite Device
Unknown OK

USB Controller (1)

Generic USB xHCI Host Controller OK Controlador de host eXtensible
Intel(R) USB 3.0 - 1.0 (Microsoft)

Pointing Device (2)

Nombre de Fabricante Mano dominante N° de botones Fabricante Estado del Tipo de puntero

hardware dISpOSItIVO

Descripcion Nombre de Unknown Microsoft

hardware

OK Unknown - HID-compliant Unknown
mouse

Video Controller (1)

Intel(R) UHD Graphics 620

Fabricante Unknown

Estado del dispositivo OK

Descripcion --

Compatibilidad con el adaptador Intel Corporation

RAM del adaptador 1073741824Bytes

Resolucién horizontal 1366

Resolucion vertical 768

Version del controlador 24.20.100.6286

Fecha de instalacion -

Sound Device (1)

Sonido Intel(R) para pantallas
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Fabricante Intel(R) Corporation
Estado del dispositivo OK
Descripcion --

Synaptics SmartAudio HD

Fabricante Synaptics
Estado del dispositivo OK
Descripcion -
Keyboard (1)

Enhanced (101- or 102-key)

Fabricante Unknown
Estado del dispositivo OK
Descripcion Standard PS/2 Keyboard

Logical Disk (1)
CT480BX500SSD1

Fabricante (Standard disk drives)
Estado del dispositivo OK

Descripcion Disk drive

Nudmero de serie 1902E16C7F94

Particiones de disco I6gico:1

Numerode  Nombre Sistema de archivos Tipo de Utilizacion del disco

serie de soporte

volumen

9E2C5FOD C: NTFS Fixed hard Total: 446GB; Utilizado: 188GB; Libre: 258GB
disk media

Processor (1)

Intel(R) Core(TM) i7-8550U CPU @ 1.80GHz

Fabricante Genuinelntel

Estado del dispositivo OK

Descripcion Intel64 Family 6 Model 142 Stepping 10
Velocidad del procesador”; 2001 MHz

Pasos -

Familia Intel Core i7 processor
Designacién de conectores U3E1l

Voltaje -

Version --

Bios (1)

Fabricante LENOVO

Estado del dispositivo OK

Descripcion -

Version LENOVO -1

SMBios Version 6UCN55WW(V4.10)
Fecha de emision ene 10,2019 09:00 PM
Afio de instalacion 2019

Tipo de firmware UEFI

Software instalado

Nombre del software Version Fabricante Fecha de instalacion |Frecuencia |Estadode Tipo de
de uso cumplimiento [acceso

Zoom 5.10.4 (5035) Zoom Video Jul 27,2022 No conocido No disponible No asignado
Communications,
Inc.

WinSCP 5.19.5 5.19.5 Martin Prikryl Feb 01,2022 No conocido No disponible No asignado
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Microsoft Teams 1.5.00.17656 Microsoft Jul 08,2022 No conocido No disponible No asignado
Corporation

Opera Stable 89.0.4447.83 89.0.4447.83 Opera Software Aug 05, 2022 No conocido No disponible No asignado

CAPAM Client 2.8.0.0 CA Technologies Apr 05,2022 No conocido No disponible No asignado

Microsoft OneDrive 22.141.0703.0002  Microsoft Jul 26,2022 No conocido No disponible No asignado
Corporation

Cisco Webex Meetings 42.2.4 Cisco Webex LLC Mar 11,2022 No conocido No disponible No asignado

Windows Internet Explorer 11(64  11.1.22000.0 Microsoft - No conocido No disponible No asignado

bit) Corporation

Adobe Acrobat DC (64-bit) 22.001.20169 Adobe Jul 13,2022 No conocido No disponible No asignado

Java(TM) SE Development Kit 11.0.15.0 Oracle Corporation  May 30,2022 No conocido No disponible No asignado

11.0.15 (64-bit)

Comprobacioén de estado de PC 3.2.2110.14001 Microsoft Nov 03,2021 No conocido No disponible No asignado

Windows Corporation

Oracle VM VirtualBox 6.1.30 6.1.30 Oracle Corporation Jan 22,2022 No conocido No disponible No asignado

Microsoft Update Health Tools 4.67.0.0 Microsoft Apr 07,2022 No conocido No disponible No asignado
Corporation

FortiClient VPN 6.2.8.1012 Fortinet Jun 01,2021 No conocido No disponible No asignado
Technologies Inc

PUuTTY release 0.76 (64-bit) 0.76.0.0 Simon Tatham Feb 21,2022 No conocido No disponible No asignado

WinZip 25.0 25.0.14273 Corel Corporation ~ Jun 09, 2021 No conocido No disponible No asignado

WInRAR 6.02 (64-bit) 6.02.0 win.rar GmbH Nov 22,2021 No conocido No disponible No asignado

Java 8 Update 333 (64-bit) 8.0.3330.2 Oracle Corporation  Jun 01,2022 No conocido No disponible No asignado

Aplicaciones de Microsoft 365 para 16.0.15427.20194  Microsoft Aug 08, 2022 No conocido No disponible No asignado

empresas - es-es Corporation

Notepad++ (64-bit x64) 8.4.2 Notepad++ Team Jul 06, 2022 No conocido No disponible No asignado

Webex 41.12.0.20899 Cisco Systems, Inc Dec 25,2021 No conocido No disponible No asignado

Mozilla Maintenance Service 89.0 Mozilla Nov 22,2021 No conocido No disponible No asignado

Mozilla Firefox (x64 es-CL) 102.0.1 Mozilla Jul 13,2022 No conocido No disponible No asignado

Avast Business Security 22.6.2710 AVAST Software Aug 05, 2022 No conocido No disponible No asignado

Microsoft Visual C++ 2013 12.0.30501.0 Microsoft Nov 22,2021 No conocido No disponible No asignado

Redistributable (x86) Corporation

EdrawMind(Build 9.0.10.171) 9.0.10.171 EdrawSoft Co.Ltd.  Mar 10,2022 No conocido No disponible No asignado

Teams Machine-Wide Installer 14.0.7174 Microsoft Jun 01,2021 No conocido No disponible No asignado
Corporation

)Ig‘/lanatgeEngine Endpoint Central -  10.1.2221.2.W ZohoCorp Aug 08, 2022 No conocido No disponible No asignado

gen

Lightshot-5.5.0.7 55.0.7 Skillbrains May 18,2022 No conocido No disponible No asignado

Java 8 Update 333 8.0.3330.2 Oracle Corporation May 18,2022 No conocido No disponible No asignado

Microsoft Visual C++ 2013 12.0.30501.0 Microsoft Nov 22,2021 No conocido No disponible No asignado

Redistributable (x64) Corporation

Lenovo System Update 5.07.0136 LENOVO May 18, 2022 No conocido No disponible No asignado

TeamViewer Host 15.32.3 TeamViewer Aug 02,2022 No conocido No disponible No asignado

OBS Studio 27.0.0 OBS Project Nov 22,2021 No conocido No disponible No asignado

Microsoft Edge Update 1.3.165.21 Unknown Jul 26,2022 No conocido No disponible No asignado

Microsoft Edge 104.0.1293.47 Microsoft Aug 06, 2022 No conocido No disponible No asignado
Corporation

Windows Internet Explorer 11 11.1.22000.0 Microsoft - No conocido No disponible No asignado
Corporation

WebView2 Runtime de Microsoft ~ 104.0.1293.47 Microsoft Aug 08, 2022 No conocido No disponible No asignado

Edge Corporation

JDownloader 2 20 AppWork GmbH Dec 31,2021 No conocido No disponible No asignado

Filezilla Client 3.59.0 3.59.0 Tim Kosse Apr 20,2022 No conocido No disponible No asignado

Google Chrome 103.0.5060.134 Google LLC Jul 21,2022 No conocido No disponible No asignado

Citrix Receiver 4.10 14.10.1.22 Citrix Systems, Inc.  Nov 22,2021 No conocido No disponible No asignado

g::scotAnyConnect Secure Mobility 4.8.03052 Cisco Systems, Inc.  Nov 22,2021 No conocido No disponible No asignado

ien
Avast Business CloudCare 22.4.801 AVAST Software May 18, 2022 No conocido No disponible No asignado
Windows 11 Professional Edition - Microsoft - No conocido No disponible No asignado

(x64)

Corporation

Aplicaciones de Microsoft Store
Nombre del software Version Fabricante Ubicacién de Cuentadel usuario |Dominio del usuario
instalacion instalado instalado
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No hay datos disponibles

Seguridad

BitLocker

Cifrado de unidad

Estado del cifrado

Método de cifrado

Estado de bloqueo

Tipo de unidad

Estado de la clave de recuperacion

Antivirus

Disabled

Fully Decrypted
None

Unlocked

Local Disk

Not Available

Estatus de proteccién
Estado de lalicencia
Version

Fabricante

Ruta de instalacién

Disabled
Up to date

AVAST Software

C:\Program Files\AVAST Software\Avast

Estatus de proteccion
Estado de la licencia
Version

Fabricante

Ruta de instalacién

Firewall de Windows

Estado del perfil privado
Estado del perfil de dominio
Estado del perfil piblico

Virtual Machine Processor

Disabled

Up to date
4.18.2104.10
Microsoft Corporation

C:\Program Files (x86)\Windows Defender

Enabled
Enabled
Disabled

(%)

Virtual Machine Memory

Reservation (MB) Limit (MB) Weight Allocated Memory (MB)

Parches que faltan

ID del ID de Nombre del p Descripcion del ravedad |Proveed |Tipode Aprobar Estado de Fecha de
parche |boletin parche or parche estado descarga emision

109785 MSWU-
3509

Windows10.0-
kb5015882-x64-
21H2 winll.msu

OBS-Studio-27.2.4-
Full-Installer-
x64.exe

324269 TU-790

2022-07 Cumulative Sin
Update Preview for
Windows 11 for x64-
based Systems

Microsof Optional
clasificar t Updates

Aprobado

(KB5015882)
OBS Studio (x64) Moderado OBS Third Party  Aprobado
(27.2.4) Project Updates
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325084 TU-296  putty-64bit-0.77- PuTTY (x64)(0.77)  Important Simon  ThirdParty = Aprobado Descargado  May 30,2022
installer.msi e Tatham Updates

325708 TU-034 npp.8.4.4.Installerx6 Notepad++ (x64) Moderado Notepad Third Party  Aprobado Descargado  Jul 18,2022

4.exe (8.4.4) Updates
325736 TU-802  jdk- Java SE Critico Oracle  ThirdParty  Aprobado Descargado  Jul 20,2022
11.0.16_windows- Development Kit Updates
x64_bin.exe (x64) (11.0.16) (JDK)
325737 TU-053  jre-8u341-windows- Java8Update341  Critico Oracle  Third Party  Aprobado Descargado  Jul 20,2022
x64.exe (64-bit) Corporat Updates
(8.0.3410.10) (JRE) ion
325738 TU-053  jre-8u341-windows- Java8Update341  Critico Oracle  ThirdParty  Aprobado Descargado  Jul 20,2022
1586.exe (8.0.3410.10) (JRE) Updates
325763 TU-129  VirtualBox-6.1.36-  Oracle VM Moderado Oracle  Third Party  Aprobado Descargado  Jul 21,2022
152435-Win.exe VirtualBox (6.1.36) Corporat Updates
ion
325810 TU-058 Filezilla_3.60.2_win6 FileZillaClient (x64) Moderado Tim Third Party  Aprobado Descargado  Jul 25,2022
4-setup.exe (3.60.2) Kosse Updates
325867 TU-065 CitrixWorkspaceApp Citrix Workspace Moderado Citrix Third Party ~ Aprobado Descargado  Jul 28,2022
.exe (22.7.0.24) Systems, Updates
Inc.
325903 TU-796  Webex.msi WebEx Teams Moderado Cisco Third Party  Aprobado Descargado  Jul 29,2022
(42.7.0.23054) Systems, Updates
Inc.
325934 TU-027 Firefox Setup Mozilla Firefox (x64) Critico Mozilla Third Party  Aprobado Descargado  Aug 02,2022
103.0.1-es-ES.exe (103.0.1) Updates
325944 TU-017  GoogleChromeStand Google Chrome Critico Google ThirdParty  Aprobado Descargado  Aug 02,2022
aloneEnterprise64.m (x64) Updates
si (104.0.5112.81)
1300536 DU-004 intcdaud.86fe_8735c Intel(R) Display Sin Intel Driver Aprobado Descargado  Sep 03,2018
3f3ee534dee120a4d Audio clasificar
37c9aa44fe366f290 [HDAUDIO\FUNC_0
7.cab 1&VEN_8086&DEV_
280B] (10.26.0.1)
1310821 DU-005  4775fedf-699c- UHD Graphics Sin Intel Driver Aprobado Descargado Feb 23,2020
47a7-bd2c- 620[PCI\VEN_8086 clasificar

e477d9970f38_8d4c &DEV_5917]
528e7c5cde2f8ca68 (26.20.100.7926)

4993c129578ee5ba
904.cab

1311542 DU-003 elea6821-7c84- Dual Band Wireless- Sin Intel Driver Aprobado Descargado  Oct 18,2020
4ccd-83dd- AC 3165 Plus clasificar

a332d551d57e 404 Bluetooth[PCI\VEN_
€9¢270d9385cf915f 8086&DEV_3166]
1le7ddfc239717aea9 (22.10.0.7)

da5.cab

Historial de auditoria

No se han detectado cambios

Historial de inicios de sesién de usuario
Nombre de usuario Hora de inicio de sesion Hora de cierre de sesion

No hay datos disponibles
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